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SAN GORGONIO
MEMORIAL HOSPITAL

AGENDA

REGULAR MEETING OF THE BOARD OF DIRECTORS
Tuesday, December 5, 2023 — 4:00 PM

Modular C Classroom
600 N. Highland Springs Avenue, Banning, CA 92220

In compl

Hospital t

iance with the Americans with Disabilities Act, if you need special assistance to participate in this meeting,
please contact the Administration Office at (951) 769-2160. Notification 48 hours prior to the meeting will enable the

L

IL.

0 make reasonable arrangement to ensure accessibility to this meeting. [28 CFR 35.02-35.104 ADA Title II].
TAB
Call to Order S. DiBiasi, Chair

Public Comment

A five-minute limitation shall apply to each member of the public who wishes to address the Hospital Board
of Directors on any matter under the subject jurisdiction of the Board. A thirty-minute time limit is placed
on this section. No member of the public shall be permitted to “share” his/her five minutes with any other
member of the public. (Usually, any items received under this heading are referred to staff for future study,
research, completion and/or future Board Action.) (PLEASE STATE YOUR NAME AND ADDRESS FOR
THE RECORD.)

On behalf of the Hospital Board of Directors, we want you to know that the Board acknowledges the
comments or concerns that you direct to this Board. While the Board may wish to occasionally respond
immediately to questions or comments if appropriate, they often will instruct the Hospital CEO, or other
Hospital Executive personnel, to do further research and report back to the Board prior to responding to any
issues raised. If you have specific questions, you will receive a response either at the meeting or shortly
thereafter. The Board wants to ensure that it is fully informed before responding, and so if your questions
are not addressed during the meeting, this does not indicate a lack of interest on the Board’s part; a response
will be forthcoming.

OLD BUSINESS
I1I1. *Proposed Action - Approve Minutes S. DiBiasi

o November 7, 2023, Regular Meeting A
NEW BUSINESS
Iv. Hospital Board Chair Monthly Report S. DiBiasi verbal
V. CEO Monthly Report S. Barron verbal
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VL December, January, & February Board/Committee Meeting Calendars S. DiBiasi B
VIL * Proposed Action — Approve Mission/Vision/Values Statement S. Barron C

(Review recommended change)
= ROLL CALL

VIII.  FOR REVIEW — Hospital Bylaws S. DiBiasi D
(Scheduled for approval at January 2024 meeting per Bylaws Section 4.05. 1)

IX. FOR REVIEW — Committee Assignments
(Copy of 2023 Committee Members included as informational) S. DiBiasi E
el ITEMS FOR DISCUSSION/APPROVAL IN CLOSED SESSION S. DiBiasi

» Proposed Action - Recommend approval to Healthcare District Board - Medical Staff Credentialing
(Health & Safety Code §32155; and Evidence Code §1157)

» Quarterly Infection Prevention and Control Report
(Health & Safety Code §32155)

» Telephone conference with legal counsel — Potential litigation
(Government Code § 54956.9(d)(1))

X. ADJOURN TO CLOSED SESSION AT APPROXIMATELY 4:30PM

* The Board will convene to the Open Session portion of the meeting approximately 2 minutes after the
conclusion of Closed Session.

XI. RECONVENE TO OPEN SESSION

R REPORT ON ACTIONS TAKEN DURING CLOSED SESSION S. DiBiasi

XII. 2024 Slate of Officers S. DiBiasi F
(2023 Slate of Officers included in packet for reference)

o * Proposed Action — Nominate/Approve 2024 Hospital Board Chair
= ROLL CALL

o * Proposed Action — Nominate/Approve 2024 Hospital Board Vice Chair
= ROLL CALL

o * Proposed Action — Nominate/Approve 2024 Hospital Board Secretary
= ROLL CALL

o * Proposed Action — Nominate/Approve 2024 Hospital Board Treasurer
= ROLL CALL
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XIII.  Committee Reports:
e Finance Committee S. DiBiasi/ G
o November 28, 2023, regular meeting minutes D. Heckathorne
* Proposed Action — Approve October 2023 Financial Statement (Unaudited)
(Approval recommended by Finance Committee 11/28/2023)
= ROLL CALL
* Proposed Action — Recommend approval to the Healthcare D. Heckathorne H
District Board
e District Hospital Leadership Forum (DHLF)
Annual Dues Renewal
= ROLL CALL
* Proposed Action — Recommend approval to the Healthcare D. Heckathorne/ handout
District Board Wipfli, LLP
e FYE 23 Financial Audit
= ROLL CALL
Update regarding Line of Credit Renewal — Informational D. Heckathorne verbal
Update regarding Distressed Hospital Loan Program — Informational D. Heckathorne verbal
XIV.  Chief of Staff Report R. Sahagian, MD I
* Proposed Action - Approve Recommendations of the Chief of Staff
Medical Executive Committee
= ROLL CALL
XV. * Proposed Action - Approve Policies and Procedures Staff J
= ROLL CALL
XVI.  Community Benefit events/Announcements/ S. DiBiasi K
and newspaper articles
XVIL Future Agenda Items
XVIII. ADJOURN S. DiBiasi

*Action Required

In accordance with The Brown Act, Section 54957.5, all public records relating to an agenda item on this agenda are
available for public inspection at the time the document is distributed to all, or a majority of all, members of the Board.
Such records shall be available at the Hospital Administration office located at 600 N. Highland Springs Avenue, Banning,
CA 92220 during regular business hours, Monday through Friday, 8:00 am - 4:30 pm.




San Gorgonio Memorial Hospital
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I certify that on December 1, 2023, I posted a copy of the foregoing agenda near the regular meeting place of the
Board of Directors of San Gorgonio Memorial Hospital, and on the San Gorgonio Memorial Hospital website, said
time being at least 72 hours in advance of the regular meeting of the Board of Directors
(Government Code Section 54954.2).

Executed at Banning, California, on December 1, 2023

(sl Urhitlog-

Ariel Whitley, Executive Assistant
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MINUTES: Not Yet Approved

by Board
REGULAR MEETING OF THE
SAN GORGONIO MEMORIAL HOSPITAL
BOARD OF DIRECTORS
November 7, 2023
The regular meeting of the San Gorgonio Memorial Hospital Board of Directors was held on Tuesday,
November 7, 2023, in Modular C meeting room, 600 N. Highland Springs Avenue, Banning, California.
Members Present: Susan DiBiasi (Chair), Perry Goldstein, Shannon McDougall, Ron Rader, Steve
Rutledge, Randal Stevens, Lanny Swerdlow, Dennis Tankersley
Members Absent: Darrell Petersen
Required Staff: Steve Barron (CEO), Raffi Sahagian, MD (Chief of Staff), Daniel Heckathorne
(CFO), Annah Karam (CHRO), Ariel Whitley (Executive Assistant), Angie
Brady (CNE), John Peleuses (VP Ancillary and Support Services), Karan P.
Singh, MD (CMO),
AGENDA ITEM ACTION /
FOLLOW-UP
Call To Order Chair, Susan DiBiasi, called the meeting to order at 4:04 pm.

Public Comment

Diego Rose presented a Public Comment card with the topic, “All Things
COVID”. He talked about the practice of medicine regarding COVID.

GENERAL TOPIC

Hospital Quality
Improvement Work
Group - Presentation

Dr. Karan P. Singh, MD, gave a brief presentation about improving
quality here at SGMH. He presented where we are currently and where
we are planning to go in the future.

OLD BUSINESS

Proposed Action -
Approve Minutes

October 3, 2023,
regular meeting.

Chair, Susan DiBiasi, asked for any changes or corrections to the minutes
of the October 3, 2023, regular meeting.

There we none.

The minutes of the
October 3, 2023,
regular meeting will
stand correct as
presented.

NEW BUSINESS

Hospital Board Chair
Monthly Report

Chair DiBiasi briefly reported that the annual financial audit report will
be presented at next month’s board meeting. She also noted that there has
been a lot of work going on regarding searching for and securing grants
and other additional funding.

CEO Monthly Report

Steve Barron, CEO, reported that the California Health Facilities
Financing Authority (CHFFA) returned the loan documents, and the terms
are complicated. We presented changes and followed up with guestions.
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AGENDA ITEM ACTION/
FOLLOW-UP

We answered the questions and are waiting for a response. Steve noted
that we will likely need to call a special meeting to approve the final loan
documents.

November, December, | Calendars for November, December, and January were included on the

and January board tablets.

Board/Committee

meeting calendars

Bi-Monthly Patient The Bi-Monthly Patient Care Services Report was included on the board | M.S.C.,

Care Services Report

Proposed Action —
Appoint the
recommended
designees as the
qualified persons over

tablets. The proposed action includes recommending Tracie Hudson, RN,
and Mida Simms-Bullock, LVN, are over the Infection Prevention and
Control Program and Jose Lopez, PharmD, is over the Antibiotic
Stewardship Program.

BOARD MEMBER ROLL CALL:

(Swerdlow/Rader),
the SGMH Board of
Directors voted to
appoint the
recommended
designees as the
qualified persons

the Infection DiBiasi Yes Goldstein Yes over the Infection
Prevention and McDougall Yes Petersen Absent Prevention and
Control and Rader Yes Rutledge Yes Control and
Antibiotic Stevens Yes Swerdlow Yes Antibiotic
Stewardship Tankersley Yes Motion carried. Stewardship
programs. programs.
Proposed Action — Resolution No. 2023-02 is a resolution of the Board of Directors of the | M.S.C.,

Adopt Resolution No. | San Gorgonio Memorial Hospital authorizing Cosmina Maja to execute | (Rutledge/Stevens),

2023-02

for and on behalf of the Hospital for the purpose of obtaining state
financial assistance provided through the state of California for the Grant
Award: FY2023 California State Nonprofit Security Grant Program.

BOARD MEMBER ROLL CALL:

DiBiasi Yes Goldstein Yes
McDougall Yes Petersen Absent
Rader Yes Rutledge Yes
Stevens Yes Swerdlow Yes
Tankersley Yes Motion carried.

the SGMH Board of
Directors voted to
adopt Resolution No.
2023-02 as presented.

For Review —
Mission/Vision/VValues
Statement

Steve Barron noted that the current Mission, Vision, and Values
Statement is included in the Board packets for review. The Mission,
Vision, and Value Statement is scheduled for its annual approval at the
December board meeting.




SGMH Board of Directors
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November 7, 2023

AGENDA ITEM ACTION/
FOLLOW-UP
Proposed Action — Chair DiBiasi reported that included on the board tablets is a list of | M.S.C.,
Approve 2024 suggested meeting dates for 2024. (Rader/Rutledge),

Meeting Dates

BOARD MEMBER ROLL CALL:

DiBiasi Yes Goldstein Yes
McDougall Yes Petersen Absent
Rader Yes Rutledge Yes
Stevens Yes Swerdlow Yes
Tankersley Yes Motion carried.

the SGMH Board of
Directors approved
the 2024 Meeting
Dates as presented.

For Review — Existing
Slate of Officers

Chair DiBiasi noted that the 2023 Slate of Officers was included on the
board tablets as informational. The proposed approval for the 2024 Slate
of Officers is scheduled for the December 2023 meeting to be effective at
the January 2024 board meeting.

COMMITTEE REPOR

TS:

Finance Committee

Proposed Action —
Approve September
2023 Financial
Statement
(Unaudited).

Dan Heckathorne, CFO, reviewed the Executive Summary of the
September 2023 Financial report which was included on the board tablet.
A copy of the Finance Committee’s October 31, 2023, meeting minutes
were also included on the board tablet. It was noted that the Finance
Committee recommends approval of the September 2023 Financial report
as presented.

It is noted that approval is recommended by the Finance Committee.

BOARD MEMBER ROLL CALL:

DiBiasi Yes Goldstein Yes
McDougall Yes Petersen Absent
Rader Yes Rutledge Yes
Stevens Yes Swerdlow Yes
Tankersley Yes Motion carried.

M.S.C.,
(Swerdlow/Rutledge)
, the SGMH Board of
Directors approved
the September 2023
Financial Statement
as presented.

Proposed Action —
Approve Policies and
Procedures

There were one hundred seventeen (117) policies and procedures included

on the board tablets presented for approval by the Board.

BOARD MEMBER ROLL CALL:

DiBiasi Yes Goldstein Absent
McDougall Yes Petersen Absent
Rader Yes Rutledge Yes
Stevens Yes Swerdlow Yes
Tankersley Yes Motion carried.

M.S.C.,
(Rader/Rutledge),
the SGMH Board of
Directors approved
the policies and
procedures as
submitted.
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AGENDA ITEM ACTION/
FOLLOW-UP
Chief of Staff Report | Raffi Sahagian, MD, Chief of Staff, briefly reviewed the Medical | M.S.C.,
Executive Committee report as included on the board tablets. (Tankersley/McDoug
Proposed Action — all), the SGMH

Approve
Recommendations of
the Medical Executive
Committee

Approval Items:

e 2023 Annual Approval of Policies and Procedures listed and
provided by the Medical Staff department.

o Infection Control and Surveillance Report — Recommend Tracie
Hudson, RN, and Mida Simms-Bullock, LVN, are over the
Infection Prevention and Control Program and Jose Lopez,
PharmD, is over the Antibiotic Stewardship Program.

BOARD MEMBER ROLL CALL:

DiBiasi Yes Goldstein Absent
McDougall Yes Petersen Absent
Rader Yes Rutledge Yes
Stevens Yes Swerdlow Yes
Tankersley Yes Motion carried.

Board of Directors
approved the
Medical Executive
Committee
recommended
approval items as
submitted.

Community Benefit
events/Announcement
s/fand newspaper
articles

Miscellaneous information was included on the board tablets.

Future Agenda Items

e Association of California Healthcare Districts - Presentation

Adjourn to Closed
Session

Chair, DiBiasi reported the items to be reviewed and discussed and/or
acted upon during Closed Session will be:

> Recommend approval to the Healthcare District Board — Medical
Staff Credentialing

> Telephone conference with legal counsel — Pending litigation

> Receive Quarterly Performance Improvement and Risk
Management Committee Report

> Receive Quarterly Security/Safety & Emergency Preparedness
Report

> Receive Quarterly Corporate Compliance Report

The meeting adjourned to Closed Session at 5:35 pm.

Reconvene to Open
Session

The meeting adjourned from closed session at 6:12 pm.

At the request of Chair DiBiasi, Ariel Whitley reported on the actions
taken/information received during the Closed Session as follows:

» Recommended approval to the Healthcare District Board —
Medical Staff Credentialing

> Participated in a Telephone conference with legal counsel and
gave direction regarding pending litigation.




SGMH Board of Directors
Regular Meeting
November 7, 2023

AGENDA ITEM ACTION/
FOLLOW-UP

> Received Quarterly Performance Improvement and Risk
Management Committee Report

> Received Quarterly Security/Safety & Emergency Preparedness
Report

> Received Quarterly Corporate Compliance Report

Adjourn The meeting was adjourned at 6:15 pm.

In accordance with The Brown Act, Section 54957.5, all reports and handouts discussed during this Open Session meeting are public records and are available for public
inspection. These reports and/or handouts are available for review at the Hospital Administration office located at 600 N. Highland Springs Avenue, Banning, CA 92220
durina reaular business hours. Mondav throuah Fridav. 8:00 am - 4:30 om.

Respectfully submitted by Ariel Whitley, Executive Assistant
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S\ December 2023

SAN GORGONIO

MEMORIAL HOSPITAL Board of Directors Calendar

Sun Mon Tue Wed Thu Fri Sat
1 2
Calimesa Christmas
Light Parade @5:00PM
*Medical Staff
Christmas Party
3 4 5 ) 6 7 8 9
4:00 l.)m Hospital Board Beaumont Chamber Beaumont Blizzard Bash—
Meeting Breakfast @7:30 AM 12PM-5PM
and Holiday Light
6:00 pm Healthcare Parade—5PM in Down-
District Board Meeting town Beaumont
10 11 12 13 14 15 16
Calimesa Chamber
Breakfast @7:30 AM
17 18 19 20 21 22 23
Banning Chamber 9:00 am Finance
Breakfast @7AM Committee
10:00 am Executive
Committee Meeting
24 25 Admin Closed 26 27 28 29 30
31
New Year’s Eve

Items in bold = Board/Committee meetings Items with * = Associate functions that Board members are invited to attend



SAN GORGONIO
MEMORIAL HOSPITAL

SRS January 2024

Board of Directors Calendar

Sun Mon Tue Wed Thu Fri Sat
1 2 3 4 5 6
4:00 pm Hospital
Admin Closed—New | Board Meeting
Year’s Day! 6:00 pm Healthcare
District Board Meeting
7 8 9 10 11 12 13
14 15 16 17 18 19 20
9:00 am HR Commit-
tee Meeting
10:00 am Community
Planning Meeting
21 22 23 24 25 26 27
28 29 30 31
9:00 am Finance
Committee

Items in bold = Board/Committee meetings Items with * = Associate functions that Board members are invited to attend




SN\ February 2024

SAN GORGONIO

MEMORIAL HOSPITAL Board of Directors Calendar

Sun Mon Tue Wed Thu Fri Sat
1 2 3
4 5 6 7 8 9 10
4:00 pm Hospital
Board Meeting
6:00 pm Healthcare
District Board Meeting
11 12 13 14 15 16 17
L
18 19 20 21 22 23 24
Admin Closed.
Presidents Day!
25 26 27 28 29

9:00 am Finance
Committee

Items in bold = Board/Committee meetings Items with * = Associate functions that Board members are invited to attend
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SAN GORGONIO
MEMORIAL HOSPITAL

Mission

To provide safe, high quality, personalized healthcare services

Vision

Patients trust San Gorgonio Memorial Hospital to provide safe,
personalized healthcare services.

Values

We make those we serve our highest priority
We respect privacy and confidentiality
We communicate effectively
We conduct ourselves professionally
We have a sense of ownership

We are committed to each other and to our community

We Care for Our Community
Safe Care » Quality Care » Our Care

Safe, Great, Modern Healthcare
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AMENDED AND RESTATED BYLAWS
OF
'SAN GORGONIO MEMORIAL HOSPITAL

HOSPITAL BOARD

A CALIFORNIA NONPROFIT PUBLIC BENEFIT CORPORATION

Approved by SGMH Board of Directors on January 3, 2023
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AMENDED AND RESTATED BYLAWS
| OF
SAN GORGONIO MEMORIAL HOSPITAL
A CALIFORNIA NONPROFIT PUBLIC BENEFIT CORPORATION

ARTICLE 1
OFFICES

Section 1.01 Principal Office

The principal office of the Corporation for the transaction of its business shall be located
at San Gorgonio Memorial Hospital, which is located at the southeastern corner of Highland
Springs Avenue and West Wilson Street in the City of Banning, in the County of Riverside, State
of California, or such other place or places within the boundaries of the San Gorgonio Memorial
Healthcare District (“District”) as the Board of Directors may from time to time designate.

ARTICLE 2
NONPROFIT NATURE

Section 2.01 Goals and Purposes

The Corporation manages the San Gorgonio Memorial Hospital for the San Gorgonio
Memorial Healthcare District, a local healthcare district under California Health & Safety Code
Section 32000. Under the management services agreement between the District and the
Corporation, the Corporation is charged with providing management and pharmacy services to the
Hospital for the benefit of the communities served by the District. The goals and purposes of this
Corporation are to:

a. operate and maintain the Hospital and provide hospital services for the benefit
of the communities served by the San Gorgonio Memorial Healthcare District.

b. maintain a hospital for the care of persons suffering from illnesses or disabilities
which require that the patients receive hospital care.

c. carry on any activities related to healthcare services which, in the opinion of the
Board of Directors, may be justified by the facilities, personnel, funds or other
assets that are or can be made available.

d. participate, so far as circumstances may warrant, in any activity designed and
carried on to promote the general health of the community.

e. provide health education to the Hospital’s patients and members of the
community regarding wellness and prevention.
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f. attract and retain a diverse staff of qualified well trained and competent
healthcare practitioners and support personnel who will provide care in a
competent manner.

Section 2.02 Exempt Purposes

The purposes for which this Corporation is organized are exclusively charitable and
educational within the meaning of Section 501(c)(3) of the Internal Revenue Code of 1986, as
amended from time to time (or any successor statute). Notwithstanding any other provisions of
these Bylaws, the Corporation shall not, except to an insubstantial degree, engage in or carry on
any activities or exercise any power that is not in furtherance with the goals and purposes of this
Corporation, or which are not permitted to be carried on (i) by a corporation exempt from federal
income tax under Section 501(c)(3) of the Internal Revenue Code of 1986, as amended from time
to time (or any successor statute) or Section 23701d of the California Revenue and Taxation Code,
as amended from time to time (or any successor statute) or (ii) by a corporation, contributions to
which are deductible under Section 170(c)(2) of the Internal Revenue Code of 1986, as amended
from time to time (or any successor statute) or under Section 17201 and related Sections of the
California Revenue and Taxation Code, as amended from time to time (or any successor statute).

Section 2.03 Dedication of Assets

The property of this Corporation is irrevocably dedicated to the charitable and educational
purposes set forth in these Bylaws, and no part of the net income or assets of this Corporation shall
inure to the personal benefit of any Director, Officer, or Member of this Corporation or to the
benefit of any other private person. Upon the winding up and dissolution of this Corporation, its
assets remaining after payment of, or provision for payment of, all the Corporation’s debts and
liabilities shall be distributed to the San Gorgonio Memorial Healthcare District, or any successor
public agency charged with carrying out the purposes of the District, to continue to promote and
accomplish the public purpose of this Corporation as set forth in these Bylaws. If the District, or
the successor entity referred to in the preceding sentence, shall no longer exist at such time, then
upon the winding up and dissolution of this Corporation, its assets remaining after payment of, or
provision for payment of, all the Corporation’s debts and liabilities shall be distributed to another
non-profit corporation, trust or fund which is organized and operated exclusively for charitable
purposes and which has established its tax exempt status within the meaning of Section 501(c)(3)
of the Internal Revenue Code of 1986, as amended from time to time (or any successor statute),
and Section 23701(d) of the California Revenue and Taxation Code, as amended from time to time
(or any successor statute), such assets to be used exclusively for the purpose of continuing to
promote and accomplish the charitable purpose of this Corporation as set forth in the Articles and
in the Bylaws of the Corporation.

ARTICLE 3
MEMBERS

Section 3.01 No Members

The Corporation shall have no members, within the meaning of California Corporations
Code Section 5056.
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ARTICLE 4
DIRECTORS

Section 4.01 Number

This Corporation shall have nine (9) regular Directors, who shall be known collectively as
the Board of Directors. Members of the Board of Directors shall be elected, as set forth in Article
5, provided that each individual who takes office as a Director of the District shall be an ex officio
Director of the Corporation, with full voting rights and shall count for purposes of establishing a
quorum. All of the Directors, including ex officio Directors, shall be subject to the same terms and
provisions of these Bylaws and applicable law except as expressly provided to the contrary by
these Bylaws. Subject to the discretion of the Board, two members of the Board of Directors may
be members of the Medical Staff of San Gorgonio Memorial Hospital.

The Chief of Staff shall be an invited guest at all meetings of the Board of Directors, but
shall excuse himself or herself from Board meetings when requested to do so by the Chair, and
may not attend closed session meetings of the Board unless his or her experience and expertise is
required by the Board and he or she is asked to attend by the Board. As the Chief of Staff is not a
Director, the Chief of Staff shall have no voting rights and shall not count for purposes of
establishing a quorum. The Chief of Staff shall abide by all policies of the Corporation applicable
to Directors with respect to conflicts of interests and maintaining the confidentiality of trade secret,
competitively sensitive information and closed session information.

Section 4.02 Use of Terms “Directors” and “Board”

The words “Directors” and “Board”, as used in the Articles of Incorporation of this
Corporation, or in these Bylaws, in relation to any power or duty requiring collective action, mean
“Board of Directors”.

Section 4.03 Restriction on Interested Persons and Employees as Directors

Subject to the additional restrictions in Section 4.18 of these Bylaws, no more than forty-
nine percent (49%) of the persons serving on the Board may be interested persons. An interested
person is (a) any person compensated by the Corporation for services rendered to it within the
previous twelve (12) months, such as an independent contractor, or otherwise, excluding any
reasonable compensation paid to a Director as Director; and (b) any brother, sister, ancestor,
descendant, spouse, brother-in-law, sister-in-law, son-in-law, daughter-in-law, mother-in-law, or
father-in-law of such person. Employees of the Corporation or District may not serve on the Board.
However, except as provided to the contrary by Government Code Section 1090, any violation of
the provisions of this paragraph shall not affect the validity or enforceability of any transaction
entered into by the Corporation.

Section 4.04 Powers

The Directors shall exercise the powers of the Corporation, control its property, and
conduct its affairs, except as otherwise provided by law, by the Articles of Incorporation, or by
these Bylaws. The Directors shall not be personally liable for the debts, liabilities, or other
obligations of the Corporation.
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Section 4,05 Duties

The Board of Directors has responsibility to establish policy for the Hospital and its
business including, but not limited to, all matters pertaining to quality of care rendered within the
Hospital. The Board of Directors shall exercise this authority in conformity with applicable laws,
regulations and accreditation requirements. In furtherance of the foregoing, the role of the
Directors shall be as follows:

a.

establish policy for the operation, maintenance and development of the Hospital
and its business including, but not limited to, assuring the quality of care within
the Hospital.

appoint a competent and experienced Chief Executive Officer who shall be its
direct representative in the management of the Hospital.

review the performance of the Chief Executive Officer on an annual basis.
approve the annual operating budget and capital expenditures.
approve the strategic plan on an annual basis.

review and approve periodic financial statements and other financial matters of
the Corporation.

assure that adequate revenues are retained by the Corporation and expended in
accordance with its charitable purposes.

review and act on financing arrangements recommended by the Chief Executive
Officer for the Corporation.

review these Bylaws, the Bylaws of the Medical Staff and all committees on an
annual basis, and approve needed changes.

review and approve written personnel policies and establish a procedure for
notifying employees of changes in such personnel policies.

review and, where appropriate, approve policies and procedures to promote
care, treatment and rehabilitation of patients.

review and revise, as appropriate, all department and service policies and
procedures when warranted and ensure that the Medical Staff participates, as
appropriate.

act as the final decision-making authority with respect to all matters pertaining
to credentialing and privileges. Upon the recommendation and advice of the
Medical Staff, the Board shall appoint members of the Medical Staff and grant
such privileges as may, in their judgments, be warranted by the experience and
training of the applicant.
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Section 4.06 Compensation

The members of the Board of Directors shall be entitled to receive compensation equivalent
in amount to that which is payable to the members of the Board of Directors of a California
Healthcare District pursuant to the terms of Health & Safety Code Sections 32103. Such amounts
shall not be mandatory and Board Members choosing not to accept compensation may do so.
Additionally, each Board member shall also be entitled to receive reimbursement for expenses
reasonably incurred in conjunction with educational seminars directly related to their function as
a hospital board member, subject to such annual budgetary limitations as may be determined from
time to time by the Board. of Directors.

 Section 4.07 Meetings Generally: Organizational Meeting

The meetings of the Board of Directors of the Corporation are subject to the Ralph M.
Brown Act, as provided in California Government Code Section 54952(c). The Board of Directors
shall hold its meetings in accordance with the agenda, open meeting and other requirements of the
Ralph M. Brown Act, Government Code Section 54950 et seq. The Board of Directors shall
annually hold organizational meeting where it shall organize by electing from its number the
officers provided in Article 6 hereof to hold office until their successors are appointed as herein
provided.

Section 4.08 Pldce

Meetings of the Board of Directors shall be held on the campus of the San Gorgonio
Memorial Hospital or at such other place within the boundaries of the District as may be designated
from time to time by the Board of Directors.

Section 4.09 Regular Meetings

Regular meetings of the Board of Directors shall be held at such times as may be prescribed
from time to time by resolution of the Board of Directors, but not less than ten times annually.
Upon adoption of such a resolution, a copy of the resolution shall be delivered to each member of
the Board of Directors. Thereafter, no notice of any meeting held pursuant to the schedule
described in the resolution shall be required, other than as may be required by law.

Section 4.10 Special Meetings

Special meetings of the Board of Directors shall be held whenever called by the Chair, or
not less than four (4) of the Directors.

Section 4.11 Meeting by Telephone

Members of the Board may participate in a meeting through use of conference telephone,
electronic video screen communication, or other communications equipment so long as (i) each
member participating in the meeting can communicate with all of the other members concurrently,
and (ii) each member is provided the means of participating in all matters before the Board,
including the capacity to propose, or to interpose an objection, to a specific action to be taken by
this Corporation, provided that it complies with California Government Code Section 54953(b).
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Section 4,12 Notice and Agenda

At least 72 hours before a regular meeting and at least 24 hours before a special meeting,
the Corporation shall post an agenda containing a brief but descriptive general description of each
item of business to be transacted or discussed at the meeting, including items to be discussed in
closed session in accordance with the Ralph M. Brown Act.

Notice of the time and place of all special meetings of the Board of Directors shall be given
to each Director by one of the following methods: (a) by personal delivery of written notice; (b)
by first-class mail, postage prepaid; (c) by telephone, including a voice messaging system or
technology designed to record and communicate messages, or electronic transmission by the
corporation (as defined in California Corporations Code Section 20). All such notices shall be
given or sent to the Director’s address or telephone number as shown on the records of the
Corporation.

Notices sent by first-class mail shall be deposited in the United States mails at least four
(4) days before the time set for the meeting. Notices given by personal delivery, telephone,
telegraph, facsimile, electronic mail, or other electronic means shall be delivered, telephoned or
given to the telegraph company at least forty-eight (48) hours before the time set for the meeting.

\
A

The notice shall state the time of the meeting, and the place if the place is other than the
principal office of the Corporation. It need not specify the purpose of the meeting.

Notice of the time and place of holding an adjourned meeting need not be given to absent
Directors if the time and place are fixed at the meeting adjourned.

Section 4.13 Quorum

A quorum shall consist of a majority of the members of the Board of Directors, unless a
greater number is expressly required by statute, by the Articles of Incorporation of this
Corporation, or by these Bylaws. Every act or decision done or made by a majority of the Directors
present at a meeting duly held at which a quorum is present shall be the act of the Board of
Directors, except where any law, regulation, or policy of any governmental agency requires a
larger minimum vote in favor of any resolution.

Section 4.14 Conduct of Meetings

The Chair, or in his absence, the Vice Chair or, in the absence of both, a chair chosen by a
majority of the Directors present, shall preside at all meetings of the Board of Directors. Meetings
shall be governed by such rules of procedure as may be reasonably appropriate under the
circumstances, insofar as such rules are not inconsistent or in conflict with these Bylaws, with the
Articles of Incorporation of this Corporation, or with law. Each Director present shall have an
affirmative duty to vote for or against each matter presented for a vote unless the Director has a
conflict of interest that requires the Director to recuse himself. If a Board Member abstains from
voting the abstention shall be counted on the side of the matter receiving the highest number of
votes. Recusal for these purposes means (i) not voting, and (ii) leaving the meeting after
answering any questions posed by the other Directors.
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Section 4.15 Meetings Public

All meetings of the Board of Directors shall be open to the public in accordance with the
Ralph M. Brown Act, Government Code Section 54950, et seq. and subject to the other terms of
said Act. However, certain items, including but not limited to personnel matters, labor
negotiations, quality improvement and other protected Medical Staff matters and litigation matters,
are not appropriate for public discussion. Accordingly, where an exception to the open meeting
requirement exists under the Brown Act, the Health & Safety Code or other applicable law and
where the matter is properly agendized the Board of Directors may meet in closed session.

Section 4.16 Adjournment

The Board may adjourn any regular, adjourned, special or adjourned special meeting to a
time and place specified in the order of adjournment. A copy of the notice of adjournment shall
be conspicuously posted on or near the door of the place where the regular, adjourned regular,
special or adjourned special meeting was held within 24 hours after the time of adjournment in
accordance with Government Code Section 54955.

Section 4.17 Ethics Training and Sexual Harassment Avoidance Training
Requirements

All members of the Board of Directors shall complete a course with a minimum of two
hours of training in ethics pursuant to Government Code 54235 (AB 1234), similar to that as is
required of the District Board of Directors. Such training will be required of newly appointed
Directors within one year of assuming office and shall be renewed each two years thereafter. A
certificate of completion showing at least two hours of training must be submitted and placed in
each board member’s file.

In addition to ethics training, all members of the Board of Directors shall complete a course
with a minimum of two hours of training in sexual harassment avoidance pursuant to Government
Code 12950.1 (AB 1825 & AB 1661) and 2 CCR 11024. Such training will be required of newly
appointed Directors within six months of assuming office and shall be renewed each two years
thereafter. A certificate of completion showing at least two hours of training must be submitted
and placed in each board member’s file.

Section 4.18 Conflicts of Interest and Other Policies

Members of the Board of Directors shall comply with the District’s Conflict of Interest
Code, as it may be amended or supplemented from time to time, applicable provisions of the
Political Reform Act, Government Code Section 81000, et seq., Government Code Section 1090,
et seq. and other policies adopted by the Board, including but not limited to its confidentiality
policies. As required by the forgoing laws, Board members shall file an FPPC Form 700 with the
Corporation within 30 days of taking office, annually, and within 30 days of leaving office.

Section 4.19 Confidentiality: Public Statements

The Board of Directors, and each of its members, shall maintain the confidentiality of any
and all information that has been discussed in closed session or that is normally discussed in closed
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session. Further, each Director with access to confidential information regarding this Corporation
or this Corporation’s business is expected to hold such information in confidence and to refrain
from either using such information for personal gain or disclosing it unnecessarily outside the
scope of the Director’s duty with respect to this Corporation. No Board member shall make a
public statement on behalf of the Board, or in a manner that appears to be on behalf of the Board,
unless a majority of the Board has given prior authorization for the public statement at a duly
noticed meeting of the Board of Directors.

Section 4.20 Appropriation of Business Opportunity and Confidential Information

No Director of this Corporation may appropriate or divert to others any opportunity for
profit in connection with a transaction in which it is known or could be anticipated that this
Corporation is or would be interested. Such opportunities include but are not limited to, acquisition
of real or personal property, appointment of suppliers, or design or development of new products,
services or areas of business related to this Corporation’s present or planned services or service
areas.

ARTICLE 5
ELECTION OF DIRECTORS

Section 5.01 Votes Required to Elect Director

Except as provided in Section 4.01 with respect to ex officio Directors, a candidate must
receive the vote of a majority of the Directors present to be elected as a Director.

Section 5.02 Term of Office of Directors

Directors shall serve a term of four (4) years. Each Director may serve a maximum of two
(2) consecutive terms. Former directors will be eligible to serve again after one (1) year of non-
service. However, ex officio Board members shall serve for a term equal to their term on the
District Board, and upon their resignation or removal from the District Board for any reason
whatsoever, their terms of office as Directors of this Corporation shall cease and terminate, and
their successors on the District Board shall be ex officio Directors of this Corporation in their place
and stead. Each Director other than ex-officio Directors, including a Director elected to fill a
vacancy, shall hold office until the expiration of the term for which elected, and until a successor
has been appointed. The successor Director shall serve the unexpired term of the predecessor
Director. If the unexpired term is two (2) years or less, then the successor Director shall serve a
term of four (4) years plus the unexpired term. If the unexpired term is more than two (2) years,
then the successor Director shall serve the unexpired term and face re-election to serve a new four
(4)-year term. '

5.03 Vacancies

a. Events Causing Vacancies. A Board member, including but not limited to an
ex officio Director as a consequence of being a District Board member, shall be
deemed to have vacated his seat on the occurrence of any of the following:

(1) The death or resignation of the Director.
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(2) The declaration or resolution of the Board of the vacancy of the office
‘of a Director who has been declared of unsound mind by an order of
court or convicted of a felony or has been found by a final order or
judgment of any court to have breached a duty under Sections 5230, et
seq., of the California Nonprofit Public Benefit Corporation Law.

(3) .Except as provided in Section 4.01 with respect to ex officio Directors,
any Director may be removed, either with or without cause, by majority
vote of the Directors then in office, at any regular or special meeting of
the Board of Directors.

(4) Except as provided in Section 4.01 with respect to ex officio Directors,
‘the absence of a Director from three consecutive meetings of the Board
of Directors, and the determination of a majority of the remaining
members of the Board of Directors that such absence was not excused.

(5) An increase in the authorized number of Directors.

(6) The failure of the Directors, at any meeting of the Directors at which
any Director or Directors are to be elected, to fill a vacancy scheduled
to be filled by election at such meeting.

b. Resignations. Any Director may resign, which resignation shall be effective
upon giving written notice to the Chair, the Chief Executive Officer, the
Secretary, or the Board of Directors, unless the notice specifies a later time for
the resignation to be effective. If the resignation of a Director is effective at a
future time, the Board of Directors may elect a successor to take office when
the resignation becomes effective.

c. Vacancies of Directors. An Ad Hoc nominating committee will be formed for
the purpose of recommending candidates to fill vacancies of Directors. This
committee will be appointed in adherence with Section 7.06 and will include
no less than two (2) ex officio Directors from the District Board. The Directors
may elect a Director or Directors at any time to fill any vacancy or vacancies in
the Board of Directors. Directors elected to fill a vacancy or vacancies in the
Board of Directors of ex officio Directors by virtue of being a District Board
member need to be the Director elected to the District Board to fill the vacancy
on the District Board.

d. No Vacancy on Reduction of Number of Directors. No reduction of the
authorized number of Directors shall have the effect of removing any Director
before that Director’s term of office expires unless such an intent is shown in
the records of the meeting and a majority of the directors approve the reduction
in number of directors.
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ARTICLE 6
OFFICERS

Section 6.01 Number and Titles

The Officers of this Corporation shall be a Chair of the Board, a Vice Chair, a Secretary,
and a Treasurer. This Corporation may also have, at the Board’s discretion, one or more Assistant
Secretaries, one or more -Assistant Treasurers, and such other officers as may be appointed in
accordance with these Bylaws. Any number of offices may be held by the same person, except
that neither the Secretary nor the Treasurer may serve concurrently as the Chair of the Board. The
Board shall also appoint a Chief Executive Officer and a Chief Financial Officer of the Corporation
who shall be salaried employees of the Corporation.

Section 6.02 Other Officers

The Board may appoint and may authorize the Chair of the Board, or other officer, to
appoint such additional officers that the Corporation may require. Each Officer so appointed shall
have the title, hold office for the period, have the authority, and perform the duties specified in
these Bylaws or determined by the Board.

Section 6.03 Qualification, Election, and Term of Office

The Officers of the Corporation, except those appointed under Section 6.02 of these
Bylaws, shall be elected by majority vote of the Directors present at the annual organizational
meeting of the Board of Directors. No more than two (2) Officers of the Corporation may be
Directors of the District serving as ex officio Directors. Each such Officer shall hold office until
the next organizational meeting, or until his removal, death, or resignation. The Officers shall hold
their respective offices at the pleasure of the Board of Directors and shall be subject to removal by
the Board of Directors at any time. '

Section 6.04 Removal and Resignation

Any Officer may be removed, either with or without cause, by majority vote of the
Directors then in office, at any regular or special meeting of the Board of Directors, and such
Officer shall be removed should he cease to be qualified for the office as herein required. Subject
to the terms of any written employment agreement between an officer and the Corporation, any
Officer may resign at any time by delivering written notice to the Board of Directors or to the
Chair or to the Secretary of the Corporation. Acceptance by the Board of Directors of any such
resignation shall not be necessary to make it effective.

Section 6.05 Vacancies

Any vacancy caused by the death, resignation, removal, disqualification, or the like, of an
Officer shall be filled by majority vote of the Board of Directors for the unexpired portion of the
term.
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Section 6.06 Duties of Chair

The Chair of the Board shall preside at meetings of the Board and shall exercise and
perform such other powers and duties as the Board may assign from time to time.

Section 6.07 Duties of Vice Chair

If the Chair is absent or disabled, the Vice Chair shall perform all duties of the Chair. When
so acting, the Vice Chair shall have all powers of and be subject to all restrictions on the Chair.
The Vice Chair shall have such other powers and perform such other duties as the Board or these
Bylaws may prescribe.

Section 6.08 Duties of Secretary

The Secretary shall keep or cause to be kept, at the Corporation’s principal office or such
other place as the Board may direct, a book of minutes of all meetings, proceedings, and actions
of the Board and Committees of the Board. The Secretary shall keep or cause to be kept, at the
principal office in California, a copy of the Articles of Incorporation and Bylaws, as amended to
date.

The Secretary shall give, or cause to be given, notice of all meetings of the Board and of
Committees of the Board required by these Bylaws or the California Corporations Code. The
Secretary shall keep the Corporate Seal in safe custody and shall have such other powers and
perform such other duties as the Board or these Bylaws may prescribe.

- Section 6.09 Duties of Treasurer

The Treasurer shall keep and maintain, or cause to be kept and maintained, adequate and
correct books and accounts of the Corporation’s properties and transactions. The Treasurer shall
send or cause to be given to the Directors such financial statements and reports as are required to
be given by law, by these Bylaws, or by the Board. The books of account shall be open to
inspection by any Director at all reasonable times.

The Treasurer shall deposit or cause to be deposited, all money and other valuables in the
name and to the credit of the Corporation with such depositories as the Board may designate, shall
disburse the Corporation’s funds as the Board may order, shall render to the Chair of the Board, to
the Chief Executive Officer, and to the Board, when requested, an account of all transactions as
Treasurer and of the financial condition of the Corporation, and shall have such other powers and
perform such other duties as the Board or these Bylaws may prescribe. If required by the Board,
the Treasurer shall give the Corporation a bond in the amount and with the surety or sureties
specified by the Board for faithful performance of the duties of the office and for restoration to the
Corporation of all of its books, papers, vouchers, money, and other property of every kind in the
possession or under the control of the Treasurer on his or her death, resignation, retirement or
removal from office.
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Section 6.10 Duties of Chief Executive Officer

Subject to such supervisory powers as the Board may give to the Chair of the Board, if any,
and subject to the control of the Board, the Chief Executive Officer (“CEQ”) shall be the General
Manager of the Corporation and shall supervise, direct, and control the Corporation’s activities,
affairs, and officers. The Chief Executive Officer shall have such other powers and duties as the
Board or these Bylaws may prescribe. The authority and responsibility of the CEO shall include

a.

b.

i

carrying out all policies established by the Board.

development, and submission to the Board for approval, of a strategic plan for
the organization and operation of the Hospital.

preparation of an annual budget showing the expected receipts and expenditures
of the Corporation.

selection, employment, control and discharge of employees, and development
and maintenance of personnel policies and practices for the Hospital.

maintenance of physical properties in a good state of repair and operating
condition.

supervision of all business affairs to ensure that funds are collected and
expended to the best possible advantage.

cooperation with the Medical Staff and with all those concerned with the
rendering of professional services to the end that high quality care shall be
rendered to the patients.

presentation to the Board of periodic reports reflecting the services provided by
the Hospital and the financial activities of the Corporation and preparation and
submission of such special reports as may be required by the Board.

attendance at all meetings of the Board and committees thereof.

Section 6.11 Execution of Contracts

The Board may authorize any officer or officers, agent or agents, including but not limited
to the Chief Executive Officer, to enter into any contract or execute any instrument in the name of
and on behalf of the Corporation. Such authority may be general or confined to specific instances
and may be established by the Bylaws, Resolutions or the adoption of specific policies and
procedures from time to time; provided, however, that unless so authorized by the Board, no
officer, agent, or employee shall have any power or authority to bind the Corporation by a contract
or engagement, or to pledge its credit, or to render it liable for any purpose or any amount.
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ARTICLE 7
COMMITTEES

Section 7.01 Committees of the Board

The committees of the Board may be standing or special. Standing committees shall be
the Finance Committee, the Human Resources Committee, and the Community Planning
Committee, and other standing committees may also be authorized by the approval of the'Board
of Directors (collectively, “standing committees”).

For special committees, the Board, by resolution adopted by a majority of the Directors
then in office, provided a quorum is present, may create one (1) or more special Committees
(“special committees™). Each special committee will have a minimum of three (3) and a maximum
of five (5) members who may be Directors and persons who are not Directors who serve at the
pleasure of the Board. No more than two (2) members of any special committee may be Directors
of the District serving as ex officio Directors.

Except as otherwise provided in these Bylaws, all committee member appointments
(including the appointment of Committee Chairs) shall be made by the Chair of the Board. The
Chair of each Committee must be a member of the Board of Directors. A committee member shall
serve his or her designated term unless he or she resigns, is removed or otherwise disqualified to
serve, and all committee member terms shall terminate with the reorganization of the Board of
Directors at the annual organizational meeting. Committee members shall not be entitled to
compensation.

Each committee member shall be entitled to one (1) vote, to be exercised in person. Neither
cumulative, substitute, nor proxy voting shall be allowed. A majority of the committee members
shall constitute a quorum. All matters submitted to the committee for determination shall be
decided by a minimum of a majority of a quorum of committee members.

Except as otherwise provided in these Bylaws, meetings of the committee may be called at
any time by the Board Chair or the Chair of the committee. Meetings of all committees shall be
open to the public in accordance with the Ralph M. Brown Act, Government Code Section 54950,
et seq. and subject to the other terms of said Act as set forth in Section 4.15 of these Bylaws. A
summary of all committee meetings including but not limited to all action of such committees shall
be reported to the Board of Directors at the next regular or special meeting thereof.

Except as otherwise specifically described herein, the following Sections of these Bylaws
pertaining to the Board of Directors shall pertain to members of committees: Section 4.17 Ethics
Training and Sexual Harassment Avoidance Training Requirements, Section 4.18 Conflicts of
Interest and Other Policies, Section 4.19 Confidentiality: Public Statements, and Section 4.20
Appropriation of Business Opportunity and Confidential Information.

All committees shall be advisory and no committee shall have the power to bind the Board,
except when specifically authorized by the Board. The Board may delegate management of certain
activities of the Corporation to any such committee as specified in the Board resolution, provided
that the activities and affairs of the Corporation shall be managed and all corporate powers shall
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be exercised under the ultimate direction of the Board and provided further that no committee,
regardless of Board resolution, may:

a.

Take any final action on any matter that, under the California Nonprofit Public
Benefit Corporation Law, also requires approval of the members or of the Board
of Directors or approval of a majority of all members or of the Board of
Directors;

Fill vacancies on the Board or on any Committee that has the authority of the
Board;

Fix compensation of the Directors for serving on the Board or on any
Committee;

Amend or repeal Bylaws or adopt new Bylaws;

Amend or repeal any resolution of the Board that by its express terms is not so
amendable or repealable;

Create any other Committees of the Board or appoint the members of the
Committees of the Board;

Expend corporate funds to support a nominee for Director after more people
have been nominated for Director than can be elected; or

Approve any contract or transaction to which the Corporation is a party and in
which one (1) or more of its Directors has a material financial interest, except
as special approval is provided for in Section 5233(d)(3) of the California
Corporations Code.

Section 7.02 Executive Committee

The Executive Committee of the Board of Directors, shall consist of the Board Chair, the
Board Vice Chair, the Board Secretary, the Board Treasurer and one (1) Director to be selected
via a vote held by the Directors of the District serving as ex officio Directors. Each member of
the Executive Committee must be a Director. No more than two (2) members of the Executive
Committee may be Directors of the District serving as ex officio Directors.

The Executive Committee shall be delegated all powers and authority of the Board of
Directors in the management of the business and affairs of the Corporation, except those powers
reserved to the Board of Directors as a whole pursuant to Section 7.01. The Executive Committee
shall meet quarterly to conduct its business, at a time and place to be designated by the members,
or as otherwise provided by an appropriate resolution. The Executive Committee shall also hold
special meetings on the call of the Chair.
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Section 7.03 Finance Committee

The Finance Committee shall consist of a minimum of three (3) and a maximum of five (5)
members of the Board of Directors, together with the Chief Executive Officer and the Chief
Financial Officer. No more than two (2) members of the Finance Committee may be Directors of
the District serving as ex officio Directors. The Finance Committee shall meet monthly, and shall
be responsible for advising the Board for the management of all funds of the Corporation. It shall
review and submit to the Board each year a proposed budget showing the expected receipts and
income for the ensuing year. It shall make recommendations on all major capital expenditures,
and significant hospital rate changes. It shall review and make recommendations to the Board of
Directors with respect to all salary and wage adjustments, and for overall budget projections. It
shall recommend a written plan for annual operations and for a three-year capital expenditure plan,
which shall be updated annually.

Section 7.04 Human Resources Committee

The Human Resources Committee shall consist of a minimum of three (3) and a maximum
of five (5) members of the Board of Directors, together with the Chief Executive Officer and the
Director of Human Resources. No more than two (2) members of the Human Resources
Committee may be Directors of the District serving as ex officio Directors. The Human Resources
Committee shall meet bi-monthly for the purpose of determining the changing personnel
requirements of the Hospital, reviewing and analyzing potential modifications to the Hospital’s
wage and benefit plans, and generally making recommendations to the full Board of Directors
regarding personnel matters within the Hospital.

Section 7.05 Community Planning Committee

The Community Planning Committee shall consist of a minimum of three (3) and a
maximum of five (5) members of the Board of Directors in addition to the Chief Executive Officer.
No more than two (2) members of the Community Planning Committee may be Directors of the
District serving as ex officio Directors. Community Planning Committee shall meet quarterly for
the purpose of determining proposed long range goals for the Hospital and recommendations for
methods whereby such goals may be accomplished. Areas of planning shall include, but shall not
be limited to, potential expansion, contraction or modification of services rendered by the Hospital,
determining and seeking methods of accomplishing marketing goals for the Hospital, including
but not limited to those relating to advertising, community involvement, physician recruitment,
patient relations and insurance and other third party payment programs (such as HMOs, PPOs and
employer groups). All recommendations shall be presented to the Board of Directors for approval
or action. '

Section 7.06 Ad Hoc Committees

Ad hoc committees may be appointed by the Chair of the Board, with the concurrence of
the majority of the Board and in such numbers and for such special tasks as circumstances warrant.
Such special Committees shall limit their activities to the accomplishment of the task for which
created and appointed, and shall have no power to act except such as is specifically conferred by
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action of the Board. Upon completion of the tasks for which appointed, each such special
committee shall stand discharged.

ARTICLE 8
MEDICAL STAFF

Section 8.01 Organization

The Board shall cause to be created a Medical Staff organization, to be known as the
Medical Staff of San Gorgonio Memorial Hospital, whose membership shall be comprised of all
duly licensed physicians, dentists, psychologists and podiatrists who are privileged to attend
patients in the Hospital. Membership in this Medical Staff organization shall be a prerequisite to
the exercise of clinical privileges in the Hospital, except as otherwise specifically provided in the
Medical Staff Bylaws. No applicant to the Medical Staff shall be denied Medical Staff
membership on the basis of sex, race, creed, color or national origin, or on the basis of any other
criterion lacking professional justification.

Section 8.02 Medical Staff Bylaws, Rules and Regulations

a. Purpose. The Medical Staff organization shall propose and adopt by vote
bylaws, rules and regulations for its internal governance (“Medical Staff
Bylaws”) which shall be effective when approved by the Board. These Medical
Staff Bylaws shall create an effective administrative unit to discharge the
functions and responsibilities assigned to the Medical Staff by the Board. The
Medical Staff Bylaws, rules and regulations shall state the purposes, functions
and policies by which the Medical Staff exercises its responsibilities. The
Board of Directors will review and approve the Medical Staff Bylaws annually.

b. Procedure. The Medical Staff shall have the initial responsibility to formulate,
adopt and recommend to the Board Medical Staff Bylaws and amendments
thereto which shall be effective when approved by the Board. If the Medical
Staff fails to exercise this responsibility in good faith and in a reasonable, timely
and responsible manner and after written notice from the Board to such effect
including a reasonable period of time for response, the Board may resort to its
own initiative in formulating or amending Medical Staff Bylaws. In such event,
staff recommendations and views shall be carefully considered by the Board
during its deliberation and in its actions.

Section 8.03 Medical Staff Membership and Clinical Privileges

a. Responsibilities of the Medical Staff Members. Each member of the Medical
Staff shall have appropriate authority and responsibility for the care of his/her
patients, subject to such limitations as are contained in these Bylaws, and in the
Medical Staff Bylaws, and subject, further, to limitations attached to his/her
appointment. The attending physician shall be responsible for preparation of a
complete and legible medical record for each patient. Its contents shall be
pertinent and current. This record shall include, at a minimum: identification
data; chief complaint; past history; family history; history of present illness;
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physical examination; special reports such as necessary consultations; clinical
laboratory reports and radiology reports and others; provisional diagnosis;
appropriate consents; medical and surgical treatment; operative report;
pathological findings; progress notes; final diagnosis; condition on discharge;
discharge summary and autopsy report when applicable. The CEO shall
arrange for all administrative assistance to receive appointment applications to
the Medical Staff, and further to provide for necessary administration support
to process all materials pertinent to the application of any potential member of
the Medical Staff. All applications for and appointments to the Medical Staff
shall be in writing and addressed to the Medical Staff Office. The application
shall contain full information concerning the applicant’s education, licensure,
practice, previous hospital experience, and any unfavorable history with regard
to licensure and hospital privileges. This information shall be verified by the
appropriate body within the Medical Staff. Upon appointment, the applicant
will agree in writing to follow the Bylaws, rules and regulations of the
Corporation and of the Medical Staff, and all other approved policies of the
Medical Staff and the Corporation. All applications shall be reviewed by the
Medical Staff prior to being submitted to the Governing Body for approval.
When an appointment is not renewed or when privileges have been proposed to
be reduced, altered, suspended, or terminated, the staff member shall be
afforded the opportunity of a hearing in accordance with the Fair Hearing Plan
then in effect. It is the Board of Directors’ policy that: (1) only a member of
the Medical Staff with admitting privileges shall admit patients to the Hospital,;
(2) only an appropriately licensed practitioner with clinical privileges shall be
directly responsible for a patient’s diagnosis and treatment within the area of
his privileges; (3) each patient’s general medical condition shall be the
responsibility of a physician member of the Medical Staff; (4) each patient
admitted to the Hospital shall receive a baseline history and physician
examination by a physician who is either a member of, or approved by, the
Medical Staff; and (5) direct medical care of patients provided by Allied Health
Personnel shall be under the appropriate degree of supervision by a licensed
practitioner with clinical privileges.

. Delegation to the Medical Staff. The Board shall delegate to the Medical Staff
the responsibility and authority to investigate and evaluate all matters relating
to Medical Staff membership status, clinical privileges and corrective action,
and shall require that the Medical Staff adopt and forward to it specific written
recommendations with appropriate supporting documentation that will allow
the Board to take informed action.

Action by the Board. Final action on all matters relating to Medical Staff
membership status, clinical privileges and corrective action shall be taken by
the Board after considering the Medical Staff recommendations, provided that
the Board shall act in any event if the Medical Staff fails to adopt and submit
any such recommendation within the time period set forth in the Medical Staff
Bylaws. Such Board action without a Medical Staff recommendation shall be
based on the same kind of documented investigation and evaluation of current
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ability, judgment and character as is required for Medical Staff
recommendation, and shall be taken only after written notice to the Medical
Executive Committee.

Criteria for Board Action. In acting on matters of Medical Staff membership
status, the Board shall consider the Medical Staffs recommendations and the
extent of applicant’s utilization of this Hospital, the Hospital’s and the
community’s needs, and such additional criteria as are set forth in the Medical
Staff Bylaws. No aspect of membership status nor any specific clinical
privileges shall be limited or denied to a practitioner on the basis of sex, race,
creed, color, or national origin, nor on the basis of any other criterion unrelated
to: (i) good patient care at the Hospital, (ii) professional qualifications, (iii) the
Hospital’s purposes, needs and capabilities, or (iv) community needs.

Terms and Conditions of Medical Staff Membership and Clinical
Privileges. The terms and conditions of membership status in the Medical
Staff, and the exercise of clinical privileges, shall be as specified in the Medical
Staff Bylaws or as more specifically defined in the notice of individual
appointment. At a minimum, however, each member of the Medical Staff shall
(1) exhibit the skill necessary to allow him to appropriately carry out his duties
and (2) carry such malpractice insurance as may be determined to be
appropriate from time to time by the Board of Directors. Additionally, each
member of the Medical Staff having active staff privileges shall provide on-call
back-up coverage within his field of specialty to the Hospital’s Emergency
Room, pursuant to such back-up call schedule as may be adopted by his Service
of the Medical Staff. If no other back-up call coverage schedule is adopted by
a Service, Emergency Room back-up call coverage for such Service shall be
scheduled on the basis of alphabetical order by last name within such Service,
rotating among all active staff physicians within the Service, each being
responsible for 24 hour back-up coverage.

Ethics. The Principles of Ethics of the appropriate National Association as now
in effect or as may be hereinafter amended by that association shall govern the
professional conduct of the members of the Medical Staff.

. Procedure. The procedure to be followed by the Medical Staff and the Board
in acting on matters of membership status, clinical privileges, and corrective
action shall be specified in the Medical Staff Bylaws. However, each member
of the Medical Staff shall be required to obtain and maintain, at his or her own
expense, malpractice insurance in such amount as may be determined to be
appropriate from time to time by the Board of Directors.

. Fair Hearing Plan. The Board shall require that any adverse recommendation
made by the Medical Executive Committee or any adverse action taken by the
Board of Directors with respect to a practitioner’s staff appointment,
reappointment, Service affiliation, staff category, admitting prerogative or
clinical privileges, shall, except under circumstances for which specific
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provision is made in the Medical Staff Bylaws, be accomplished in accordance
with the Fair Hearing Plan then in effect. Such plan shall provide for procedures
to assure fair treatment and afford an opportunity for presentation of ail
pertinent information. For the purposes of this Section an “adverse
recommendation” of the Medical Executive Committee and “adverse action” of
the Board shall be defined in the Fair Hearing Plan. The Fair Hearing Plan shall
provide for an appeals procedure whereby any applicant for Medical Staff
Membership feels a decision of the Medical Staff has been unjust shall have
recourse to a hearing by a joint committee composed of Directors and Medical
Staff Members. The appellant in such a case shall have the opportunity to
present any and all evidence and testimony bearing upon his qualifications for
appointment to the Medical Staff. Following such presentation of evidence, the
Committee shall present evidence in support of its findings. Failure of an
applicant to request a hearing within the time frames set forth in the Fair
Hearing Plan shall constitute a waiver of the apphcant’s rights to a hearing
under the Fair Hearing Plan.

ARTICLE 9
QUALITY OF PROFESSIONAL SERVICES

Section 9.01 Board Responsibility

The Board shall require, after considering the recommendations of the Medical Staff, and
the other health care professional staffs providing patient care services, the conduct of specific
review and evaluation activities to assess, preserve and improve the overall quality and efficiency
of patient care in the Hospital. The Board, through the CEO, shall provide whatever administrative
assistance is reasonably necessary to support and facilitate the implementation and the ongoing
maintenance and operation of these review and evaluation activities.

Section 9.02 Accountability to Board

The Medical Staff and the other health care professionals providing patient care services
shall conduct and be accountable to the Board for conducting activities that contribute to the
preservation and improvement of the quality, safety and efficiency of patient care provided in the
Hospital. These activities include:

a. Review and evaluation of the quality of patient care (generally on a
retrospective basis) through a valid and reliable patient care review procedure.

b. Ongoing monitoring and evaluation of patient care practices through the
defined functions of the Medical Staff, the other professwnal services, and the
Hospital administration.

c. Delineation of clinical privileges for members of the Medical Staff
commensurate with individual credentials and demonstrated ability and
judgment and assignment of patient care responsibilities to other health care
professionals consistent with individual qualification and demonstrated ability.
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d. Review of utilization of the Hospital’s resources to provide appropriate
allocation of those resources to patients in need of them.

e. Such other measures as the Board may, after considering the advice of the
Medical Staff, the other professional services and the Hospital administration,
deem necessary for the preservation and improvement of the quality, safety and
efficiency of patient care.

Section 9.03 Documentation

The Board shall require, receive, consider and act upon the findings and recommendations
emanating from the activities required by Article 8. All such findings and recommendations shall
be in writing, and shall be supported and accompanied by appropriate documentation upon which
the Board can take informed action.

ARTICLE 10
BOARD OF DIRECTORS INITIATION OF PEER REVIEW

Section 10.01 Basic Policy

It is the policy of this Hospital that peer review be performed by members of the Medical
Staff, inasmuch as only licentiates who possess the same or similar education, training and
experience have the requisite expertise to insure an efficient, fair and responsive peer review
system, Notwithstanding the foregoing, however, in those instances in which the Medical Staffs
failure to investigate or to initiate disciplinary action is contrary to the weight of the evidence, the
Board of Directors shall have the authority to direct the Medical Executive Committee to initiate
an investigation or disciplinary action, but only after consultation with the Chief of Staff. No
action shall be taken in an unreasonable manner. In the event the Medical Staff fails to take action
in response to a direction from the Board of Directors, the Board of Directors shall have the
authority to take action against a member of the Medical Staff. Such action shall be taken only
after written notice to the Medical Staff and shall fully comply with the procedures and rules
applicable to peer review proceedings established by Sections 809.1 through 809.6, inclusive, of
the Business and Professions Code of the State of California.

Section 10.02 Suspension of Privileges

When no person authorized by the Medical Staff is available to summarily suspend or
restrict clinical privileges, the Board of Directors, or its designee, may immediately suspend the
clinical privileges of a member of the Medical Staff if the failure to summarily suspend those
privileges is likely to result in an imminent danger to the health of any individual; provided the
Board of Directors has, before the suspension, made reasonable attempts to contact the Medical
Executive Committee. A suspension by the Board of Directors which has not been ratified by the
Medical Executive Committee within two working days, excluding weekends and holidays, shall
terminate automatically.
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ARTICLE 11
INDEMNIFICATION

Section 11.01 Right of Indemnity

To the fullest extent permitted by law, this Corporation shall indemnify its Directors,
Officers, employees, and other persons described in Section 5238(a) of the California Corporations
Code, including persons formerly occupying any such position, against all expenses, judgments,
fines, settlements and other amounts actually and reasonably incurred by them in connection with
any “proceeding”, as that term is used in that section, and including an action by or in the right of
the Corporation, by reason of the fact that the person is, or was, a person described in that section.
“Expenses”, as used in these Bylaws, shall have the same meaning as in Section 5238(a) of the
California Corporations Code.

Section 11.02 Approval of Indemnity

On written request to the Board by any person seeking indemnification under Section
5238(b) or Section 5238(c) of the California Corporations Code, the Board shall promptly
determine under Section 5238(¢e) of the California Corporations Code whether the applicable
standard of conduct set forth in Section 5238(b) or Section 5238(c) has been met and, if so, the
Board shall authorize indémnification.

Section 11.03 Advancement of Expenses

To the fullest extent permitted by law, and except as otherwise determined by the Board in
a specific instance, expenses incurred by a person seeking indemnification under Sections 11.01,
11.02 or 11.03 of this Article in defending any proceeding covered by those sections shall be
advanced by the Corporation before final disposition of the proceeding, on receipt by the
Corporation of an undertaking by or on behalf of that person that the advance will be repaid unless
it is ultimately determined that the person is entitled to be indemnified by the Corporation for those
expenses.

Section 11.04 Insurance

The Corporation shall have the right to purchase and maintain insurance to the full extent
permitted by law on behalf of its Officers, Directors, and employees.

Section 11.05 Other Fiduciary Positions

This Article does not apply to any proceeding against any trustee, investment manager or
other fiduciary of an employee benefit plan in such person’s capacity as such, even though such
person may also be covered by the first sentence of Section 1 of this Article 11. This Corporation
shall have power to indemnify such trustee, investment manager or other fiduciary to the extent
permitted by subsection (f) of Section 5140 of the California Corporations Code.
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Section 11.06 Provisions Not Exclusive

The indemnification and advancement of expenses provided by this Article 11 of these
Bylaws shall not be deemed exclusive of any rights to which those seeking indemnification or
expense advancement mdy be entitled under any agreement, vote of disinterested Directors, or
otherwise, both as to action in his or her official capacity while holding such office, and shall
continue as to a person who has ceased to be a Director, officer, or employee and agent, and shall
inure to the benefit of the heirs, executors and administrators of such person.

Section 11.07 Contractual Rights of Non-Directors and Non-Officers

Nothing contained in this Article 11 shall affect any right to indemnification to which
persons other than Directors of the Corporation, or any of its subsidiaries, may be entitled by
contract or otherwise.

: ARTICLE 12
CORPORATE RECORDS, REPORTS, AND SEAL

Section 12.01 Minutes of Meetings

The Corporation shall keep at its principal office, or at such other place as the Board of
Directors may order, a book of the minutes of all meetings of Directors with the time and place of
holding, whether regular or special, and, if special how authorized, the notice given and the names
of those Directors and presenting staff present.

Section 12.02 Books of Account

The Corporation shall keep and maintain adequate and correct accounts of its properties
and business transactions, including accounts of its assets, liabilities, receipts, disbursements,
gains, and losses.

Section 12.03 Annual Report

The Corporation shall cause an annual report or statement to be sent to the Board of
Directors not later than 120 days after the close of the fiscal year in accordance with the provisions
of Sections 1500 and 1501. Such report shall contain a balance sheet as of the end of the fiscal
year, an income statement and a statement of changes in financial position for such fiscal year, all
prepared according to generally accepted accounting procedures, and accompanied by any report
thereon of an independent accountant, or if there is no such report, a certificate of the Chief
Financial Officer or Chief Executive Officer that such statements were prepared without audit
from the books and records of the Corporation. The report shall also provide any information
required by California Corporations Code Section 6322,

Section 12.04 Maintenance of Records and Inspection by Directors

The Corporation shall keep at its principal executive office the original or a copy of the
Articles of Incorporation, Bylaws, and other records of the Corporation. Every Director shall have
the absolute right at any reasonable time to inspect all books, records, and documents of every
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kind and the physical properties of the Corporation and each subsidiary corporation. This
inspection by a Director may be made in person or by an agent or attorney, and the right of
inspection includes the right to copy and make extract of documents.

Section 12.05 Corporate Seal

The Board of Directors shall provide a corporate seal consisting of two concentric circles
with the words “San Gorgonio Memorial Hospital”, and the words and figures,
“INCORPORATED May 8, 1990, CALIFORNIA.”

: ARTICLE 13
HOSPITAL AUXILIARY AND FOUNDATION

The Hospital Auxiliary shall be an integral part of this Corporation, and shall have no
separate existence as a corporation or other unincorporated association. The Bylaws of the
Hospital Auxiliary shall be approved by the Board of Directors of the Hospital. The Hospital
Foundation shall be a separate and independent corporation existing for the benefit of the Hospital.

ARTICLE 14
EFFECTIVE DATE & AMENDMENT

Section 14.01 Effective Date

These Bylaws shall become effective immediately upon their adoption and shall supersede
and replace all previous Bylaws of the Corporation. Amendments to these Bylaws shall become
effective immediately upon their adoption.

Section 14.02 Amendment

Except as otherwise provided herein or by law, the Board may, after lawful notice to all
Directors then in office, adopt, amend or repeal these Bylaws upon the majority vote of the
Directors, provided a quorum is present.
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CERTIFICATE OF SECRETARY

I certify that I am the duly elected and acting Secretary of SAN GORGONIO MEMORIAL
HOSPITAL, and that the above Amended and Restated Bylaws, consisting of 28 pages, are the
Bylaws of this Corporation as adopted by the Corporation’s Board of Directors on January 3,
2023,, that they supersede all previous versions of the Bylaws for the Corporation.

Executed on January 3, 2023,, at Banning, Califo

Ron Rader, Segretary
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TAB E



San Gorgonio Memorial Hospital Board

Standing Committee Assignments for 2023

Finance Committee

Susan DiBiasi (C), Shannon McDougall, Darrell Petersen, Steve Rutledge

Human Resources Committee

Susan DiBiasi, Perry Goldstein, Ron Rader, Steve Rutledge (C)

Community Planning Committee

Susan DiBiasi, Perry Goldstein, Shannon McDougall, Darrell Petersen, Ron
Rader, Steve Rutledge (C), Randal Stevens, Lanny Swerdlow, Dennis
Tankersley

Executive Committee

Susan DiBiasi (C), Darrell Petersen, Steve Rutledge
Healthcare District representative — Ron Rader

Note: (C) indicates Committee Chair

Administration/Private/BOARDS/HOSPITAL BOARD/COMMITTEE ASSIGNMENTS
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SAN GORGONIO
MEMORIAL HOSPITAL

2023 SLATE OF OFFICERS

POSITION
Chair

Vice Chair
Secretary

Treasurer

NAME

Susan DiBiasi
Steve Rutledge
Ron Rader

Darrell Petersen
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MINUTES: Not Yet Approved by

Committee

REGULAR MEETING OF THE
SAN GORGONIO MEMORIAL HOSPITAL
BOARD OF DIRECTORS

FINANCE COMMITTEE
November 28, 2023

The regular meeting of the San Gorgonio Memorial Hospital Board of Directors Finance Committee was held on
Tuesday, November 28, 2023, in the Administration Boardroom, 600 N. Highland Springs Avenue, Banning, California.

Members Present:

Members Absent:

Required Staff:

Susan DiBiasi (Chair), Shannon McDougall, Darrell Petersen, Steve Rutledge

None

Steve Barron (CEO), Daniel Heckathorne (CFO), John Peleuses (VP of Ancillary and Support
Svs.), Karan P. Singh, MD (CMO), Ariel Whitley (Executive Assistant), Annah Karam (CHRO),

Angela Brady (CNE), David Imus (Wipfli, LLP)

AGENDA ITEM

DISCUSSION

ACTION / FOLLOW-
UP

Call To Order

Susan DiBiasi called the meeting to order at 9:02 am.

Public Comment

No public present.

OLD BUSINESS

Proposed Action -
Approve Minutes

October 31, 2023,

Susan DiBiasi asked for any changes or corrections to the minutes of
the October 31, 2023, regular meeting. There were none.

The minutes of the
October 31, 2023,
regular meeting will
stand correct as

regular meeting presented.
NEW BUSINESS
Proposed Action — San Gorgonio Memorial Healthcare District & Hospital have been | M.S.C.

Recommend
Approval to Hospital
Board and
Healthcare District
Board — District
Hospital Leadership
Forum (DHLF)
Annual Dues
Renewal

members of the DHLF for many years. The DHLF is the group which
formally oversees the overall guidance and planning for all matters
related to Supplemental Funding on behalf of California Healthcare
Districts. DHLF also coordinates their efforts with numerous
California agencies (including CHA) in areas that impact the
Healthcare Districts.

It was noted that approval is recommended to the Hospital Board and
Healthcare District Board.

ROLL CALL:
DiBiasi Yes McDougall Yes
Petersen Yes Rutledge Yes

Motion carried.

(McDougall/Petersen),
the SGMH Finance
Committee voted to
recommend approval
of the District
Hospital Leadership
Forum (DHLF)
Annual Dues Renewal
to the Hospital Board
and Healthcare
District Board of
Directors.




Finance Committee — Regular Meeting

November 28, 2023

AGENDA ITEM DISCUSSION ACTION / FOLLOW-
UP
Proposed Action — Dan Heckathorne, CFO, introduced David Imus of Wipfli, LLP. David
Recommend presented the draft FYE 23 Financial Audit.
Approval to Hospital
Board and No action was taken at this time. The Finance Committee reviewed the
Healthcare District | draft FYE 23 Financial Audit. The final draft will be presented to the
Board - FYE 22 Hospital Board for recommended approval to the Healthcare District
Financial Audit Board.
Proposed Action — Daniel Heckathorne, CFO, reviewed the Unaudited October 2023 | M.S.C.
Recommend finance report as included in the committee packets. (Petersen/Rutledge),

Approval to Hospital
Board of Directors -
Monthly Financial
Report (Unaudited)
— October 2023

The month of October resulted in negative $2.17M EBIDA compared
to budgeted negative EBIDA of $566K and a Flex Budget loss of
$2.96M. Adjustments and Items of Note for October include:

o Patient Days, Adjusted Patient Days, and all key workload
volumes were below budget.

e The Average Length of Stay was 16% higher than October
2022, yet the overall Case Mix Index was only 4.2% higher
than the previous year (1.48 vs. 1.42)

ROLL CALL:
DiBiasi Yes McDougall Yes
Petersen Yes Rutledge Yes

Motion carried.

the SGMH Finance
Committee voted to
recommend approval
of the Unaudited
October 2023
Financial report to
the Hospital Board of
Directors.

Update regarding
Line of Credit
Renewal —
Informational

Dan Heckathorne, CFO, gave a brief update regarding the Line of
Credit Renewal.

Update regarding
Distressed Hospital
Loan Program —
Informational

Steve Barron, CEO, and Dan Heckathorne, CFO, gave an update
regarding the next steps of the Distressed Hospital Loan Program.

Future Agenda
Items

e None

Next Meeting

The next regular Finance Committee meeting will be held on
December 22, 2023 @ 9:00 am.

Adjournment

The meeting was adjourned at 10:20 am.

In accordance with The Brown Act, Section 54957.5, all reports, and handouts discussed during this Open Session meeting are public records and are
available for public inspection. These reports and/or handouts are available for review at the Hospital Administration office located at 600 N. Highland
Springs Avenue, Banning, CA 92220 during regular business hours, Monday through Friday, 8:00 am - 4:30 pm.
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SAN GORGONIO

MEMORIAL HOSPITAL

SAN GORGONIO MEMORIAL HOSPITAL
BANNING, CALIFORNIA

Unaudited Financial Statements

for

FOUR MONTHS ENDING OCTOBER 31, 2023

FY 2024

Certification Statement:

To the best of my knowledge, | certify for the hospital that the attached financial statements, except for
the uncertainty of IGT revenue accruals, do not contain any untrue statement of a material fact or omit
to state a material fact that would make the financial statements misleading. | further certify that the
financial statements present in all material respsects the financial condition and results of operation of
the hospital and all related organizations reported herein.

Note: Because these reports are prepared for internal users only, they do not purport to conform to the
principles contained in U.S. GAAP.

Certified by:
Daniel R. Heckathorne
Daniel R. Heckathorne

CFO




San Gorgonio Memorial Hospital

Financial Report - Executive Summary
For the Month of October, 2023 and Four Months Ended October 31, 2023 (Unaudited)

Profit/Loss (EBIDA) Summary (MTD) Negative and (YTD) Negative (comparisons to Budget)

The month of October resulted in negative $2.17M Earnings before Interest, Depreciation and Amortization
(EBIDA) compared to budgeted negative EBIDA of $566K and a Flex Budget loss of $2.96M.

YTD — Four months ending in October resulted in negative $8.51M Earnings before Interest, Depreciation and
Amortization (EBIDA) compared to budgeted negative EBIDA of $3.55M and a Flex Budget loss of $6.98M.
Note: If the unaccrued Supplemental funds, along with provision for lease principal payments were booked.
the YTD EBIDA would be a negative $3.15M., as compared to the actual negative booked $8.51M.

Month — Adjustments and Items of Note:
e Patient Days, Adjusted Patient Days and all key workload volumes were below budget.
e The Average Length of Stay was 16% higher than October, 2022, yet the overall Case Mix
Index was only 4.2% higher than the previous year (1.48 vs. 1.42).

Month — October’s inpatient average daily census was 19.7. Adjusted Patient Days were 2.6% under
budget (1,799 vs. 1,847), and Patient Days were 8% below budget (611 vs. 663). Emergency Visits
were 3% under budget (3,585 vs. 3,704), and Surgeries were 22% under budget (105 vs. 134).

YTD - Inpatient average daily census was 21.1. Adjusted Patient Days were slightly over budget
(7,503 vs. 7,489), Patient Days were 4% below budget (2,594 vs. 2,703). Emergency Visits were 7%
under budget (13,942 vs. 14,976), and Surgeries were 15.6% under budget (461 vs. 546). Observation
Days were 6.7% higher than the previous year (1,208 vs. 1,132).

Month - Net Patient Revenues in October were $4.37M, or $1.16M under the budgeted $5.53M. Other items
of note included the fact that Inpatient Revenues were 2.1% ($306K) under budget, while Outpatient Revenues
were 6.1% ($1.6M) over budget. As discussed in the past, Inpatient Revenues pay about 16.8% of charges,
compared to Outpatient Revenues which pay about 9.7% of charges. This shift to predominantly Outpatient
Revenues has a significant unfavorable impact on Net Revenues as compared to budget.

YTD - Net Patient Revenues in October were $18.11M compared to budgeted $22.5M (-17.2%). This was
impacted by the notes in the previous paragraph, plus the YTD Inpatient Days being 4% below budget, the E/R
visits being 7% below budget and Inpatient Surgeries being 28% (45 cases) below budget and Outpatient
Surgery cases being 40 (-10%) below budget. Additionally, in July the Outpatient Medi-Cal and Medi-Cal
HMO Revenues were a combined $937K over the “Flex Revenues” budget, and these are among the lowest
paying plans in the Hospitals revenue repertoire, thus having minimal positive impact to Net Revenues.

Month — Operating Revenue in October was $1.20M under budget. This is mostly impacted by the Net
Patient Revenues being $1.16M under budget and the Non-Patient Revenues being $45K under budget.

YTD - Operating Revenue through October was $4.57M under budget. This is impacted by the Net
Patient Revenues being $4.37M under budget and the Non-Patient Revenues being $209K under
budget.




Month - Operating Expenses in October were $7.61M and were over budget by $397K. Key items that
impacted overall Expenses were as follows: 1) Salaries and Wages, Benefits, and Contract Labor were
collectively $275K over budget and $256K over the Flex budget. This was driven by a) full-time
orientation costs for new grads in the Emergency Department, and b) inadequate flexing to workloads,
and c) Contract Labor was over budget by $93K due to several nurse staffing vacancies in O.B, ICU,
and Emergency Departments. 2) Professional Fees were over budget by $172K due to Legal Fees being
$170K over budget; 3) Supplies were under budget due to low workload volumes and a favorable
inventory adjustment to Pharmacy supplies; 4)Repairs and Maintenance were $55K over budget, of
which $62K related to numerous repairs in the Plant Operations area including A/C work, repairs, and
electrical testing.

Year-to Date — Operating Expenses in October were $29.65M and were over budget by $386K and
over the Flex Budget by $1.04M. Key items that impacted overall Expenses were as follows: 1)
Salaries and Wages, Benefits, and Contract Labor were collectively $655K over budget and $962K over
the Flex budget. This was driven by the following: a) The $527K State Mandated California Paid Sick
Leave program that was accrued for the had to be accrued for the entire year in July; b) Contract Labor
was over budget by $301K due to several nurse staffing vacancies in the Obstetrics and Emergency
Department along with orientation of 2 new grads in the Emergency Department; 2) Purchased Services
are $335K over budget which included Legal Fees exceeding budget by $337K; 3) Supplies are the most
notable item under budget by $428K, again reflected by lower than anticipated intensities of services,
including Surgeries and Emergency visits being under budget; and 4) Other Expenses are $106K under
budget due mostly to certain “seasonal” expenses still waiting to occur.

Balance Sheet/Cash Flow
Patient cash collections in October totaled $5.24M, compared to $4.52M in September and $5.00M in

August. Gross Accounts Receivable Days in October dropped to 59.7 compared to 65.6 in September
and 66.2 in August. ,

Cash Balances were $8.68M compared to $9.56M in September. Accounts Payable dropped to $9.83M
from $11.59M in September. Finally, a liability is in place reflecting $504K for July-October (plus
$1.5M for FY 2022 & 1.51M for FY 2023) payable to Medicare for estimated overpayments for outliers
and sequestration funds. The outstanding Line of Credit has held steady at $4M since June.

Summary
Positive takeaways:

1) Patient cash collections are strong.

Negative takeaways:

1) Surgeries continue to lag behind budget, and ALOS is up.

2) Wages and FTE’s are higher than expected and need to be closely monitored.

3) October EBIDA, adjusted for pending revised Supplemental Income and reserving for Cash Payments
required for Leases was a negative $1.14M, and the YTD is a negative $3.15M.
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SAN GORGONIO MEMORIAL HOSPITAL

INPATIENT DISCHARGES

300
200 ———
100
FYE 17/18 FYE 18/19 FYE 19/20 FYE 20/21 FYE 21/22 FYE 22/23 JUL 2023 AUG 2023 SEP 2023 OCT 2023
e D|SCHARGES 253 238 224 222 209 182 157 210 180 168
INPATIENT DAYS
1,500
1,000 pe—
\
500
FYE 17/18 FYE 18/19 FYE 19/20 FYE 20/21 FYE 21/22 FYE 22/23 JuL 2023 AUG 2023 SEP 2023 OCT 2023
e PAT. DAYS 969 833 767 917 808 636 559 670 754 611
AVERAGE LENGTH OF STAY
5.00
4.00 —— A
3.00
2.00
1.00
0.00
FYE 17/18 FYE 18/19 FYE 19/20 FYE 20/21 FYE 21/22 FYE 22/23 JuL 2023 AUG 2023 SEP 2023 OCT 2023
e ALOS 3.83 3.50 3.43 4.13 3.87 3.49 3.56 3.19 4.19 3.64
EMERGENCY VISITS
4,000
3,000 v
2,000
1,000
FYE 17/18 FYE 18/19 FYE 19/20 FYE 20/21 FYE 21/22 FYE 22/23 JUL 2023 AUG 2023 SEP 2023 OCT 2023
e \/|SITS 3,714 3,641 3,500 2,775 3,281 3,485 3,271 3,584 3,502 3,585



SAN GORGONIO MEMORIAL HOSPITAL

SURGERY CASES, G.I. CASES, N/B DELIVERIES

160
140
120
100
80
60
40
20 ; e,
FYE17/18 FYE18/19 FYE19/20 FYE20/21 FYE21/22 FYE22/23 JUL2023 AUG2023 SEP2023  OCT 2023
e SURG. 105 97 77 70 71 119 98 151 107 105
e .|, CASES 93 87 152 26 42 20 19 17 21 13
s BIRTHS 21 22 21 13 15 11 10 11 14 8
PAID & WORKED FTE'S
600
500
400
300
200
100
FYE17/18 FYE18/19 FYE19/20 FYE20/21 FYE21/22 FYE22/23 JUL2023 AUG2023 SEP2023 OCT 2023
e P FTE's 511 484 479 474 470 465 470 468 475 475
e W FTE's 461 436 431 425 417 414 420 423 433 433
PAID & WORKED FTE'S / ADJUSTED PATIENT DAY
10.00
200 — —
6.00
4.00
2.00
0.00
FYE17/18 FYE18/19 FYE19/20 FYE20/21 FYE21/22 FYE22/23 JUL2023 AUG2023 SEP2023  OCT 2023
e PFTES/APD 5.69 5.55 6.01 6.89 7.27 8.10 8.62 .35 1.21 8.19 .
e \WFTES/APD 5.13 5.00 541 6.18 6.45 721 7.70 6.65 6.57 7.46 i‘




*S3INS3J QLA PUE YIUOW JU3LIND 3Y3 OJUl sBsuadxX] pajejdd pue $anuandy (paziewuoN) yalg3 pue ‘sasuadx3
|eauawa|ddns ajeuoiiodosd Suiredojjeas Aq ‘vaigl pue ssnuaasy SunesadQ jo ,uonezijewdsou, ay3 sajenisnji ydedd siyy  Suyjels ‘sasuadxy ‘(pazijewloN) sanuaAly Sunessdo

‘leudsoH ay3 3jesado o3 pauinbau
vaig3 pue sasuadx3 [euonjesado Sujujewal 3y JOA0I 01 AlesssIau aJe sawodu] [eauswaddng pue sanuaAly Jayl0
91 JO [|e 1eY] pue ‘9suadxg Joqe] [e10] JOA03 AJuo Aj[edISeq SSNUSARY JUdlied 19N 18y S31e41SN||i JUSWISINSEeIW SIY ] asuadx3 Joge [e10] “SA 3NUBARY Jud(i1ed 19N

* 'yimol8 auininj pue suonelado 104 3[qe|ieAe spuny Jo (110133p Jo) snjdins ay3 jo a8en8 e s| Juswainseaw siyL . . HdN 10 % Se yaig3

-uoijezjuedio 3y} Jo Yyimous auniny pue Juswade[dal Juawdinba uo) spuny [euonippe sAey
pue suonesiqo |eueuly su 13w 01 AljjIqe s,|e3dsoH 9y3 Jo Judwunseaw }ainb e s siyl -asuadxy SunesadQ jelol pue

. . , (sbessny Ajyuon)(s,000) vaig3
SONUIAJY SuiesadQ 19N UIIMIDQ IUIIIYIP BY3 SIO8|J3J SIYL "uolieziowy pue ‘uoijepaldaq 1sa133u] 310499 sSujuied

‘sanuaAsy Sunessdo [e10L 9yl 01 daey sasuadxg SunjesadQ 1eys diysuoiie[a. ayl sauaP] anuaasy bunesado e10] Jo 9% se 3O L
‘suonesado ssauisnq s,[eldSOH 3yl puny 01 papaau 5150 ||e $s1I3|4a. asuadxg Sunesado ("any Alyuo)(s,000) (301) asuadx3g Bunelado [ejoL

*51502 Suyjess uo Juads aue sanuanay Sunesad ayl uoiod 1_YM SBLIIUBP] enuaney bunessdo 1oL 40 % Se J0qeT JorQUOD + BMS

|elldsoH ay1 jo sasuadxs Suyjels |e101 3yl syuasaiday (5,000) J0GE PENUOS 3 SWEUSE .mmmw\% ww_%_c%“,_mw

*S9NUBADY SNOBUB[[DISIW JO SWIOJ ]

13430 ||e sn|d 3nusAY Judlled 19N sapndul syl sasuadx] SunesadQ Jo JuswAed 10} 3jqe[IeAR SBNUIAIY || S13Ja4 SIYL (oRv Aiuuon) (5,000) NSy Bupeiado (ejoL
*3NUIAIY JUB1IR{ SSOID Y3 AQ BNUIAJY Juafed $S0IOY 10 O/ SB

33N 2uIpiaip Aq paiejnaje) 'pa3dsj|od 3q 01 pa1dadxs e Jey) (sa8Jeyd) sanuansy Jusiied $So49 Jo a8eiuadiad ay) s103|10Y 940 % Se dN

‘pajauL 3aq Aew sjuaied 3yl YdIym 104 SBIUBMO|[ESIP [BNIDRIIUOI JOYIO PUBR SIJUNOISIp (-ony AIIUOW) (S.000) { ) enuaAsy JUSNE] 10

Joy syuswiasnipe pajewilsa ssaf ‘|eaidsoy ayl 01 anp aJe jeyy papinoid sadaIas 1oy sadieyd (1uaned) ||e 40 wns 3y} sjenby v AUIIOW) (5.000) (N d JUSHEd 19N

"papinoad $321AI3S JUalled [[e J0J Ipew (S9JUBMO]|E PUB SIUNOJSIP 2109q) sa8ieyd [e103 sjuasasday ("ony AJUjuo) (8,000) anUaARY Jused SSOID)

AIN3NT1V1iS INODNI



50,000
40,000
30,000
20,000

10,000

e GPR

SAN GORGONIO MEMORIAL HOSPITAL

GROSS PATIENT REVENUE (000's)

/

FYE17/18 FYE18/19 FYE19/20 FYE20/21  FYE21/22 FY 22/23 JUL2023  AUG 2023  SEP 2023 OCT 2023

20.00%
18.00%
16.00%
14.00%
12.00%
10.00%
8.00%
6.00%
4.00%
2.00%
0.00%

24,382 24,433 22,416 21,265 37,535 39,692 37,092 40,735 41,124 42,496

NET PATIENT REVENUE AS % OF GROSS

FYE17/18 FYE18/19 FYE19/20 FYE20/21 FYE21/22 FY22/23  JUL2023 AUG2023 SEP2023 OCT2023

== NPR%GROSS  16.08% 16.38% 16.93% 17.61% 14.05% 12.48% 9.05% 11.78% 13.59% 10.27%

180.0%

200.0% OPERATING EXPENSE AS % OF OPERATING REVENUE and
LABOR COST AS % OF OPERATING REVENU

160.0%
140.0%
120.0%

100.0% —
80.0%
60.0%
40.0%
20.0%

0.0%
FYE17/18 FYE18/19 FYE19/20 FYE20/21 FYE21/22 FY22/23 JUL2023 AUG2023 SEP2023 OCT 2023

=P EXP%OP REV ~ 102.3% 95.8% 103.8% 133.3% 103.2% 101.2% 183.0% 130.4% 119.5% 139.8%
s | ABOR%OP REV 65.2% 61.9% 63.8% 78.8% 64.1% 64.5% 130.1% 86.4% 75.1% 88.2%



SAN GORGONIO MEMORIAL HOSPITAL

OPERATING REVENUE, OPERATING EXPENSE, STAFFING EXPENSE,
AND EBIDA

10,000

8,000

6,000

4,000

2,000

(2,000)

(4,000)

(6,000)

e OP REV
s QP EXP
s STAFF EXP
=====EBIDA

6,000
5,000
4,000
3,000
2,000

1,000

e NET PAT REV
wss | ABOR EXP

FYE 17/18 FYE 18/19 FYE 19/20 FYE 20/21 FYE21/22

6,006
6,147
3,915
(141)

6,069

5,817

3,755
252

NET PATIENT REVENUE VS. TOTAL LABOR EXPENSE

6,165
6,398
3,932
(233)

5,160
6,878
4,065

(1,719)

6,791
7,007
4,354
(216)

FY 22/23
7,172
7,257
4,626

(85)

JUL 2023
4,078
7,461
5,303

(3,483)

AUG 2023
5,495
7,164
4,746
(1,668)

SEP 2023 OCT 2023
6,118 5442
7310 7,610
4593 4,802
(1,192)  (2,168)

FYE 17/18 FYE 18/19 FYE 19/20 FYE 20/21 FYE21/22 FY22/23

3,921
3,915

4,003
3,755

3,795
3,932

3,744
4,065

5,275
4,354

/O

4,952
4,626

JUL2023 AUG 2023 SEP 2023 OCT 2023

3,358
5,303

4,799
4,746

5,587 4,366
4,593 4,802




SAN GORGONIO MEMORIAL HOSPITAL

OPERATING REVENUE (NORMALIZED), OPERATING EXPENSE, STAFFING
40,000 EXPENSE, AND EBIDA (NORMALIZED) (000's)

8,000

6,000
4,000
2,000
0
(2,000)
(4,000) e
FYE17/18 FYE18/19 FYE19/20 FYE20/21 FYE21/22 FY22/23 JUL2023 AUG2023 SEP2023 OCT 2023
s REV NORMAL 6,006 6,069 6,165 5,160 6,791 7,172 5,600 6,916 7,675 6,518
e OP EXP 6,147 5,817 6,398 6,878 7,007 7,257 7,461 7,164 7,310 7,610
e LABOR EXP 3,915 3,755 3,932 4,065 4,354 4,626 5,303 4,746 4,593 4,802
———EBIDANORMAL  (141) 252 (233) (1,719) (216) (85) (1,478) (247) 365 (1,092)
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SAN GORGONIO MEMORIAL HOSPITAL

315,000 CASH & LINE OF CREDIT (000'S)

$10,000
$5,000
0
g FYE 17/18 FYE 18/19 FYE 19/20 FYE 20/21 FYE 21/22 FYE 22/23 JuL 23 AUG 23 SEP 23 0CT 23
e CASH $6,309 $4,175 $13,031 $2,396 $11,340 $13,584 $8,592 $5,962 $9,563 $8,680
e 0C $0 S0 $6,000 $0 $12,000 $4,000 $4,000 $4,000 $4,000 $4,000
oo AVERAGE DAYS CASH ON HAND
60.0
50.0
40.0
30.0
20.0
10.0
FYE 17/18 FYE 18/19 FYE 19/20 FYE 20/21 FYE 21/22 FYE 22/23 JuL 23 AUG 23 SEP 23 0CT23
s DCOH 31.2 21.8 62.0 10.6 49.2 56.8 35.9 25.0 40.0 36.2
CURRENT RATIO and QUICK RATIO
2.50
2.00
1.50
1.00
0.50
FYE17/18 FYE18/19 FYE19/20 FYE20/21 FYE21/22 FYE22/23  JUL23 AUG 23 SEP 23 0CT 23
@ CURRENT 1.92 2.16 1.66 0.74 0.70 1.26 1.21 1.21 1.04 0.99
emaszs QU ICK 1.08 1.02 1.00 0.50 0.59 1.02 0.84 0.76 0.88 0.84
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SAN GORGONIO MEMORIAL HOSPITAL

#20.000 NET ACCOUNTS RECEIVABLE (000'S)
$10,000
%0 FYE 17/18 FYE 18/19 FYE 19/20 FYE 20/21 FYE 21/22 FYE 22/23 JUL 23 AUG 23 SEP 23 OCT 23
NET A/R $7,470 $8,330 $7,089 $7,939 $8,495 $12,419 $11,706 $11,869 $13,045 $12,272

AVE. DAYS OF COLLECTIONS IN NET A/R

100

5 — /\/

FYE17/18 FYE18/19  FYE19/20 FYE20/21  FYE21/22  FYE 22/23 JuL23 AUG 23 SEP 23 OCT 23
e NET DAYS 58 63 57 64 51 76 73 74 81 77

ACCOUNTS PAYABLE (000'S)

$14,000
$12,000
$10,000
$8,000
$6,000
$4,000
$2,000
0
’ FYE17/18  FYE18/19  FYE19/20  FYE20/2L  FYE21/22  FYE22/23 JuL23 AUG 23 SEP 23 oCT 23
AP $4,576 $4,969 $5,201 $10,897 $10,601 $7,560 $11,878 $9,481 $11,589 $9,835
AVERAGE DAYS IN ACCOUNTS PAYABLE
150
100
50
FYE17/18  FYE18/19 FYE19/20 FYE20/21  FYE21/22  FYE22/23  JUL23 AUG 23 SEP 23 oCT 23
e /P DAYS 59 69 62 114 117 84 133 107 130 110
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1 ) SAN GORGONIO MEMORIAL HEALTHCARE DISTRICT & HOSPITAL CASH FLOW

2

31 - Current Month Y-T-D
4 - 10/31/2023 10/31/2023
5 [BEGINNING CASH BALANCES - -

6 Cash: Beginning Balances- Hospital - $ . 6,735852 | $ 10,775,913
7 |Cash: Beginning Balances- District 2,826,681 2,808,453
8 |Cash: Beginning Balances Totals - N $ 9,562,533 | § 13,584,366
9

10 |Receipts N | - -

11 ~ |Patient Collections - - $ 5,237,237 | $ 19,045,822
12 | . | Tax Subsidies/Measure D/Prop 13 - 401,494 | $ 1,605,976
B Misc Tax Subsidies - ! > $ 167,258
4] Donations/Grants S B - |$ 300
15 Supplemental Funding (Rate Range, Etc.) - 481,713 | $ 653,536
16 Draws/(Paydown) of LOC Balances - - |9 =
17 Other Revenues/Receipts/Transfers 193,230 [ $ 5,462,840
18 [TOTAL RECEIPTS S | $ 6,313,674 | $ 26,935,732
19

20 |Disbursements | - -

21 [ \Wages, Benefits, & Contract Labor |8 4,986,586 | $ 19,629,558
22 ] |Other Operating Costs - ) 2,623,450 | $ 10,084,964
23 1 Capital Spending = - 221,338 | $ 350,447
24 B Debt Service Payments - - |9 12,942
25 3 |Other - Changes in Accounts Payable, Other (635,649)| $ 1,861,705
26 |TOTAL DISBURSEMENTS ] $ - 7,195,725 | § 31,839,616
27

28 |TOTAL CHANGEinCASH - $ (882,051)| $ (4,903,884)
29

30 |[ENDING CASH BALANCES P -

31 Ending Balances- Hospital =~ - $ 4,768,687 | $ 4,768,687
32 |Ending Balances- District B 3,911,795 3,911,795
33 " Ending Balances- Totals $ "~ 8,680,482 | $ 8,680,482
34 ‘ S )

35 o ‘ S

36 ) ‘ ) -

37|LOC Current Balances |8 4,000,000 | $ 4,000,000
38 |LOC Interest Expense Incurred 1 ) 7 41,802 | § 73,191
39

o | S R R R e e D T |
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San Gorgonio Memorial Hospital and San Gorgonio Memorial Health Care District

To: Finance Committee, Board of Directors, and District Board

Agenda Item for November 28, 2023, Finance Committee and December 5, 2023, Board Meetings
Subject:

Renewal of 2024 Annual Dues for the District Hospital Leadership Forum (DHLF)

San Gorgonio Memorial Healthcare District & Hospital have been members of the DHFL for many years.
The DHLF is the group which formally oversees the overall guidance and planning for all matters related
to Supplemental Funding on behalf of California Healthcare Districts. DHLF also coordinates their efforts
with numerous California agencies (including CHA) in areas that impact the Healthcare Districts.

A summary of the Supplemental Funding programs is attached. These programs have procured over
S$442M for District/Municipal Hospitals since 2010. As you will recall, San Gorgonio is expected to
receive $18.7M of Supplemental Funding in the current FY 2024.

The DHLF has regular Board Meetings and weekly CFO meetings, both of which are very helpful to the
CEO and CFO in planning, forecasting, and budgeting for SGMHD’s Supplemental Funding.

Recommended Action: To approve the 2024 membership dues of $79,041.43 as outlined.

Copies of the supporting documents are included in the packet.



950 Glenn Drive, Suite 250
Folsom, CA 95630

(916) 443-7401T

(916) 552-7606 F

November 14, 2023

Mr. Dan Heckathorne Invoice - L24024
Chief Financial Officer

San Gorgonio Memorial Hospital

600 North Highland Springs Avenue

Banning, CA 92220

Dues for participation in the District Hospital Leadership Forum:
° 2024 Annual Dues for the period Jan 1, 2024 — Dec 31, 2024, is: $79,041.43
o Atthe 11/07/2023 board of directors meeting, the Board agreed to the current dues

Amount and 2024 budget.

AINOUNT DUC.cuuuuerreeeeierreneeerrenecerrereesesreseescssesssscssassssessassessssssssssssasssssssasssssssanssses $79.041.43

Please make check payable to: District Hospital Leadership Forum
Mail To:

California Hospital Association
1215 K Street, Suite 700
Sacramento, CA 95814

If you have any questions regarding this invoice or prefer a payment plan, please contact
Erin Hagstrom Clark at eclark@cadhlf.org or 916-673-2020.

The following information is for tax-exempt entities.: For calendar year 2023, 990 and
Medicare reporting, 20.05% of your consolidated dues are for direct lobbying expenses.


mailto:eclark@cadhlf.org

2023 DHLF Value Statement: Aggregate Supplemental Funding

for District/Municipal Hospitals, 2010-2023

$500,000,000

$450,000,000

$400,000,000

$350,000,000

$300,000,000

$250,000,000

$200,000,000

$150,000,000

$100,000,000
. N

2010 2011 2012 2013 2014 2015 2016 2017 2018 2019 2020 2021 2022 2023
AB 113 HQAF Rate Range PRIME/QIP TOTAL

2010 27,000,000 6,000,000 33,000,000
2011 36,000,000 18,000,000 10,000,000 64,000,000
2012 30,000,000 18,000,000 15,000,000 63,000,000
2013 30,000,000 26,000,000 55,000,000 111,000,000
2014 52,000,000 71,000,000 61,000,000 184,000,000
2015 38,000,000 73,000,000 62,000,000 100,000,000 273,000,000
2016 38,000,000 73,000,000 75,000,000 100,000,000 286,000,000
2017 35,000,000 108,000,000 100,000,000 100,000,000 343,000,000
2018 22,000,000 108,000,000 100,000,000 90,000,000 320,000,000
2019 17,000,000 108,000,000 115,000,000 76,500,000 316,500,000
2020 14,350,000 110,000,000 142,946,000 83,275,000 350,571,000
2021 13,170,000 107,600,000 147,420,000 93,250,000 361,440,000
2022 20,301,000 108,400,000 147,420,000 100,000,000 376,121,000
2023 23,840,000 108,480,000 205,810,000 103,930,000 442,060,000

*Excludes Medi-Cal DSH, AB 915 and DP/NF supplemental payments

Ongoing representation of district/municipal hospitals to address issues related to
Medicare/Medi-Cal programs, and the relevant supplemental payment programs as identified
above; as well as many of the organizations listed below:

California Health and Human Services (CHHS)
Department of Health Care Services (DHCS)

Health & Human Services (HHS)
Centers for Medicare and Medicaid Services (CMS)
California Hospital Association (CHA)
Hospital constituency groups (California Association of Public Hospital (CAPH) and others)
California State Assembly / California State Senate
California Congressional Delegation
California Department of Finance and California Treasurer’s Office

California Department of Managed Health Care and Department of Insurance

Medi-Cal managed care health plans and the California Association of Health Plans
Various patient/consumer advocacy organizations

County Supervisors Association of California
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SAN GORGONIO MEMORIAL HOSPITAL
Medical Staff Services Department

MEMORANDUM
DATE: November 15, 2023
TO: Susan DiBiasi, Chair
Governing Board
FROM: Raffi Sahagian, M.D., Chairman

Medical Executive Committee

SUBJECT: MEDICAL EXECUTIVE COMMITTEE REPORT

At the Medical Executive Committee held this date, the following items were approved,
with recommendations for approval by the Governing Board:

Approval Item(s):

Medical Staff Bylaws - Language
The Members of the Active and Associate Staff voted (by ballot) to ratify the language in Section
- Purpose: Definition:

14. CHIEF OF MEDICAL OFFICER (CMO) means a California State licensed M.D. or D.O.
with recognized clinical expertise that is appointed by the Hospital and approved by the
Governing Body to perform certain tasks deemed by the administration to be necessary
for the proper operation of the Hospital. He/she may not be a Member of the Medical
Staff and thus not eligible to practice medicine at San Gorgonio Memorial Hospital.

The Medical Executive Committee is recommending approval of the above-mentioned language
to stand in the Medical Staff Bylaws.
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POLICIES AND PROCEDURES FOR BOARD APPROVAL - Hospital Board Meeting December 5, 2023

Title Policy Area Owner Workflow Approval
1 Hawthorne, Lakeisha: Director [Ariel Whitley for Hospital
Cultural, Ethnic and Religious Food Preferences |Dietary Food and Nutrition Board of Directors
Hunter, Joey: Director
2 Emergency Preparedness, EOC |Ariel Whitley for Hospital
Environmental Services - Disaster Policy Emergency Preparedness |& Security Board of Directors
3 Sanchez, Salvador: Director of  |Ariel Whitley for Hospital
Grease Trap Tank Systems Engineering Engineering Board of Directors
4 Linearity, Calibration, Reportable Range Testing Peleuses, John: VP of Ancillary  [Ariel Whitley for Hospital
(LCR Testing) Respiratory Therapy Services Board of Directors
5 Karam, Annah: Chief Human Ariel Whitley for Hospital
Paid Time Off (PTO) Human Resources Resources Officer Board of Directors
Hunter, Joey: Director
6 Emergency Preparedness, EOC |Ariel Whitley for Hospital
Parking Policy - Security Security & Security Board of Directors
; Ariel Whitley for Hospital
Quality Assurance in ECHO Department EKG Echo Garewal, Cheri: Echo Technician [Board of Directors
Hunter, Joey: Director
8 |Shelter-in-Place and Evacuation Plan - Disaster Emergency Preparedness, EOC |Ariel Whitley for Hospital
Policy Emergency Preparedness |& Security Board of Directors
9 Mitchell, Marvin: Director Case |Ariel Whitley for Hospital
Social Worker Care of the Psychiatric Patient Social Services Management Board of Directors
Hunter, Joey: Director
10 Emergency Preparedness, EOC |Ariel Whitley for Hospital

Use of Evacuation Equipment - Disaster Policy

Emergency Preparedness

& Security

Board of Directors
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Will artificial intelligence replace doctors?

Several new studies have shown that computers can outperform doctors in
cancer screenings and disease diagnoses. What does that mean for newly
trained radiologists and pathologists?

By Ken Budd, Special to AAMCNews

July 9, 2019

“Do you think we're gonna be replaced?”

A young Johns Hopkins University fellow recently asked that question while chatting with Elliot
Fishman, MD, about artificial intelligence (Al). The two men were on the opposite ends of the career
spectrum: Fishman has been a professor of radiology and oncology at Johns Hopkins Medicine since
1980; the fellow was preparing for his first job as a radiologist.

“I said, ‘Well, I think it's going to change what we do, but the good news is, at least you're not a

m

pathologist,” Fishman recalls. “And he goes, ‘My wife is just graduating and she’s a pathologist.” So |

m

said, ‘Put away as much money as you can really fast.

Fishman laughs when he tells the story, but he understands the concern. Over the past few years,
many Al proponents and medical professionals have branded radiology and pathology as dinosaur
professions, doomed for extinction. In 2016, a New England Journal of Medicine article predicted that
“machine learning will displace much of the work @ of radiologists and anatomical pathologists,’

adding that “it will soon exceed human accuracy.” That same year, Geoffrey Hinton, PhD, a professor



emeritus at the University of Toronto who also designs machine learning algorithms for Google (and
who received the Association for Computing Machinery’s A.M. Turing Award, often called the Nobel
Prize of computing, in 2019), declared, “We should stop training_radiologists now &@."

The reason for the predictions? Al's tantalizing power to identify patterns and anomalies and to
examine “pathologies that look certain ways,” says Fishman, who is among the enthusiasts: He's
studying the use of Al for early detection of pancreatic cancer.

“The hope is that if we could pick up early tumors that are missed, we would have better outcomes,”
he says.

An array of studies have offered glimpses of Al's enormous potential. In a study published by Nature
Medicine in May 2019, a Google algorithm outperformed six radiologists @ to determine if patients

had lung cancer. The algorithm, which was developed using 42,000 patient scans from a National
Institutes of Health clinical trial, detected 5% more cancers than its human counterparts and reduced
false positives by 11%. False positives are a particular problem with lung cancer: A study in JAMA
Internal Medicine of 2,100 patients found a false positive rate of 97.5% &.

Furthermore, Al performed comparably to breast screening radiologists & in a study in the March

2019 Journal of the National Cancer Institute. At Stanford University, computer scientists developed
an algorithm for diagnosing skin cancer, using a database of nearly 130,000 skin disease images. In
diagnostic tests, the algorithm'’s success rate was almost identical@ to that of 21 dermatologists,

according to a study published in Naturein 2017. In another skin cancer study, Al surpassed the
performance of 58 international dermatologists. The algorithm not only missed fewer melanomas, but
it was less likely to misdiagnose benign moles as malignant, the European Society for Medical
Oncology found.

“Machine intelligence presents us with an opportunity to significantly improve the
delivery of health care, particularly in high-disease or low-resource settings.”

Sameer Antani, PhD
PhD National Library of Medicine

The possibilities extend beyond cancer. Recent studies have shown how Al can detect rare hereditary
diseases in children &, genetic diseases in infants @, cholesterol-raising_genetic diseases®, and

neurodegenerative diseases B, as well as predict the cognitive decline that leads to Alzheimer’s

disease @. A variety of companies are offering FDA-approved Al products, such as iCAD’s ProFound Al
for digital breast tomosynthesis. Israeli-based Aidoc® has received three FDA approvals @ for Al




products, the latest occurring in June 2019 for triage of cervical spine fractures. In 2018, the FDA
approved Imagen’'s @ OsteoDetect, an Al algorithm that helps detect wrist fractures@.

So when will Al become an everyday tool for diagnosis? It might not happen as fast as people think,
Fishman believes, but it's definitely coming.

“If you think it's just some passing fancy, you're making a mistake,” he says. “In radiology and
pathology, it's going to affect everything you do.”

The upsides of Al

Al has huge potential but it’s still in its infancy as a diagnostic tool. “There are a lot of rapid advances
being made and a rush for monetizing them,” says Sameer Antani, PhD, acting branch chief for the
National Library of Medicine’s Communications Engineering Branch and Computer Science Branch,
who leads a research team on Al in such areas as cervical cancer screening and rare diseases.
Initially, Al will be most effective for dealing with specific problems. “A program that does the whole
CT of the abdomen is going to take a while,” says Fishman. “There are so many organs and there’s so
much variability. But for specific tests that examine individual organs — the liver, the kidneys, the
pancreas, the lungs, the heart — | think that's where Al is going to be strong. And it's happening.”

Al could be particularly beneficial in places with limited access to health care. “Machine intelligence
presents us with an opportunity to significantly improve the delivery of health care, particularly in high-
disease or low-resource settings,” says Antani. Consider a study published in March 2019 by the
American Academy of Ophthalmology, which found that a Google algorithm improved doctors’ ability
to accurately diagnose diabetic retinopathy &. The algorithm has been tested in India, which is the

type of country that could benefit from Al screenings, since it suffers from a shortage of doctors and
ophthalmologists. At Stanford, researchers believe their skin cancer algorithm could work on a
smartphone, allowing people to screen themselves.

Al could also help reduce radiology’s 30% error rate @. “Our goal is to be perfect, but that's
unreasonable. People are busier than ever, they’re reading more studies, they're working harder —
errors increase with faster speed,” says Fishman. And algorithms can handle a larger workload than
humans. The Google skin cancer program looked at about 130,000 images. A dermatologist looks at
about 12,000 in his or her lifetime, Fishman notes.

“Computers can look at cases 24/7 and they can keep learning,” he says. “It has the opportunity to be
the best helper you could ever imagine.”



Data bias and lost jobs

For all of its upsides, scientists such as the late Stephen Hawking have warned that artificial
intelligence could destroy mankind®&. At Harvard Medical School’'s 2019 Precision Medicine

conference, Harvard Law School professor Jonathan Zittrain compared Al to asbestos: “It turns out
that it's all over the place, even though at no point did you explicitly install it, and it has possibly some
latent bad effects that you might regret later, after it's already too hard to get it all out.” He also noted

that Al can be tricked &, according to a story from Stat, citing a Google algorithm that correctly
identified a tabby cat. When some pixels were changed, the algorithm thought the kitty was — no joke
— guacamole.

The newness of Al applications presents a challenge for regulatory agencies to measure and validate
its performance in medical diagnostics, Antani says. In April 2019, the FDA announced plans to
develop regulations @ focusing on medical Al products that adapt based on new data.

Another issue is the data itself. The promise of Al depends on “the availability, quality, and
completeness of training data and design of the Al framework/algorithm,” says Antani. Factors that
affect data strength include social, geographic, or economic biases, as well as simply acquiring data.
Computer scientists are developing Al architectures that produce compelling results with less data,
Antani says, but “while these are exciting technological advances, they still do not address the
shortcomings.”

Efforts to improve data diversity include Count Me In &, a cancer project involving more than 6,000
patients so far. Count Me In collects medical information — from tumor samples to blood and saliva —
and compiles it in databases for researchers. Launched in 2018, Count Me In is a collaboration
between the Broad Institute of Massachusetts Institute of Technology and Harvard, the Biden Cancer
Initiative, the Dana Farber Cancer Institute, and the Emerson Collective & (founded by Laurene Powell

Jobs, the widow of Apple co-founder Steve Jobs). Its efforts include the Metastatic Breast Cancer
Project®, which has received tumor samples and medical information from over 4,800 patients.

Count Me In is not only providing its data to researchers for free, but it's collecting it from across the
United States. “If you're at Hopkins, or you're at Mass General, your population is Boston or Baltimore.
There could be some baked in biases in your population, for good or bad,” says Fishman. “So you need
wide data and this is a way of potentially collecting data that’s unbiased.”

“I'm not exactly worried that they’'re going to put us out of business right away. Way
back when, pathologists looked at every pap smear. Now a machine looks at them and



once in a while it kicks something out. Things change.”

Elliott Fishman, MD
Johns Hopkins Medicine

But does better data simply hasten the loss of jobs for health care professionals? Will radiologists and
pathologists be replaced by smartphone apps or a medical voice assistant? Al has the potential not
only to be more accurate, but to work faster than humans.

“I'm not exactly worried that they’re going to put us out of business right away,” says Fishman. “Way
back when, pathologists looked at every pap smear. Now a machine looks at them and once in a while
it kicks something out. Things change.”

That change, while potentially profound, does not mean that radiologists and pathologists are
destined for the unemployment line. Experts also predicted the demise of radiologists @ when MRI

machines were introduced, wrote Curtis P. Langlotz, professor of radiology at the Stanford University
Medical Center, in a May 2019 editorial for the journal Radiology. “Radiologists are being trained to
recognize Al's shortcomings and capitalize on its strengths,” he wrote, adding that most comparisons
between algorithms and radiologists are too simplistic. “An Al algorithm that diagnoses common
chest conditions at the level of a subspecialty thoracic radiologist is a major step forward, an
incredible asset to underserved regions, and could serve as a valued assistant for a subspecialty
radiologist.” But radiologists are also trained to detect less-common diseases such as rheumatoid
arthritis and sickle cell disease. “Al is impressive in identifying horses,” he wrote, “but is a long way
from recognizing zebras.”

How will the job change? Over the next 5 to 10 years, the most successful radiologists and
pathologists will be those “who are well equipped and eager to participate in data management and
integrated diagnoses,” says Frank J. Rybicki, MD, PhD, vice chair of operations and quality with the
University of Cincinnati Department of Radiology and medical director of Imagia Cybernetics Inc.
When an algorithm produces unexpected results, radiologists will need to understand why. Fishman
believes this will lead to a deeper role in patient care — which is one reason why he’s more excited
than threatened.

“If you ask me who will benefit from Al, it's the patients,” says Fishman. “That’'s why I'm so excited.
Better care for our patients. What can be better than that?”
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The 2023 Security Benchmark Report

This year's report offers security leaders insights into how they and their peers
have matured their programs’ role, technology, training and budget over the last year.

By Madeline Lauver, Editor in Chief

Security magazine is excited to present The 2023 Security Benchmark Report, an editorial initiative
that collects self-reported data from enterprise security programs across the globe and a wide range
of market sectors to determine trends in security roles, responsibilities, technology, training and
budget.

Our goal with The Security Benchmark Report is to provide a comparison of enterprise security
programs across the security field and within market sectors. Each year we release the report, we aim
to build a wider picture of how enterprise security programs change, grow and mature year-over-year.

The 2023 Security Benchmark Report is comprised of:

« Main Report, which includes data across all respondents and sectors they represent.

» Sector Reports, which include data broken down by sector.

« The 2023 Benchmark Achievers, a section which showcases a number of security programs
excelling in training, technology, new initiatives and crisis management.

« Benchmark Leader Profiles, which provide an inside look into two enterprise security programs
and their accomplishments in the past year.

The Security Benchmark Report is an editorial initiative that collects and reports on self-reported
data from security leaders who are responsible, at least in part, for physical security in their
organization.

While The Security Benchmark Report aims to offer security programs insights into what their peers
are doing, we understand that the metrics important to one program may be completely different than
another program.

Therefore, the biggest benefit to filling out The Security Benchmark Report survey is that each
security executive respondent receives the raw, anonymized data from the survey to compare and
contrast across the industry or specifically companies within their sector based on any metric they
wish.

This year, we asked respondents to report on the roles, responsibilities and function of their security
programs; the type and cost of security training they implemented last year; increases and decreases
in their security budgets; metrics they and their leadership find most valuable; and more.

For even more insights, fill out The Security Benchmark Survey next year to receive the raw,
anonymized data. The survey will be open from February to mid-July 2024. And don't forget to join us
for a special webinar presentation on The 2023 Security Benchmark Report on November 29, where
we discuss the report in-depth and reveal statistics exclusive to the webinar.

Read on for the insights unearthed by The 2023 Security Benchmark Report!
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SECURITY ROLES & RESPONSIBILITIES

Top 10 Biggest Issues / Concerns for Security Leaders

RANK Issues / Concerns
1. Workplace violence
2, Business continuity and business resilience
3. Cybersecurity
4, Crisis management
5. Staffing and training
6. Risk and threat intelligence
7 Theft (loss prevention / asset protection)
8. Security budget

9. (tie) Civil unrest / targeted protests

9. (tie) Insider threats

The Security Benchmark Report respondents were asked about their top issues & concerns in 2023 and 2024 in regards to risk
mitigation and enterprise security. The top 10 answers appear above in order. Workplace violence has been ranked as the top concern
by respondents since 2021. SOURCE: The Security Benchmark Report, November 2023

Where Security Lives Within the Enterprise

Function / %

Human Resources — 16%

Chief Risk or Legal Officer / Risk / Legal / General Counsel — 15%

Chief Administrative Officer / Shared Services — 13%

Other — 13%

CEO / President / Owner / Executive Director — 12%

COO / Operations — 12%

Facilities — 8%

CFO / Finance — 4%

GM / Business Unit — 3%

CIO / Information Technology — 2%

Chief Technology Officer — 1%

Internal Audit — 1%

The Security Benchmark Report participants were asked where their security function reports to or resides within. The majority of
security teams responding to this year's Security Benchmark Report report to or reside within Human Resources, followed closely
by Chief Risk or Legal Officer / Risk / Legal / General Counsel. Respondents who selected Other report into Public Affairs, Customer
Service and the Chief Supply Chain Officer, among others. SOURCE: The Security Benchmark Report, November 2023
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SECURITY ROLES & RESPONSIBILITIES

Title of Senior-Most Security Executive
Title / %

Vice President / General Manager — 38%
Director — 24%

Senior Director — 18%

C-Level Executive — 12%

Not Applicable — 4%

Senior Manager — 4%

The Security Benchmark Report respondents were asked to choose the level or title of their senior-most security executive within their
enterprise. The choices, which are not exhaustive, are meant to generally group titles for comparison and include: C-Level Executive,
Director, Senior Director, Senior Manager, Vice President / General Manager or Not Applicable (N/A). Respondents reported the Vice
President / General Manager title as their senior-most security executive role at a higher rate than the previous year, increasing from
24% in 2022. SOURCE: The Security Benchmark Report, November 2023

Geographic Security Responsibility

Location / %

North America — 95%

Europe — 49%

Asia — 47%

South America — 40%

Oceania (including Australia) — 34%

Africa — 33%

The Security Benchmark Report respondents were asked to report in which geographic areas their security organization provides
risk and security services within their enterprise. Respondents chose as many geographic areas as applicable. SOURCE: The Security
Benchmark Report, November 2023
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SECURITY ROLES & RESPONSIBILITIES

Structure of Security
Area / %

@ Centralized — 85%
® Decentralized — 7%
Other — 4%

Regional — 4%

85% 14/ 4% 4%

The Security Benchmark Report respondents were asked if their security organization is Centralized, Decentralized or Regional.

The majority of respondents reported their security organization as being Centralized. For this survey’s purpose, the distinction
between Decentralized and Regional security is that some Regional security programs may behave in a Centralized manner for their
determined region, while Decentralized generally means there may be security organizations in multiple locations within an enterprise
functioning independently from one another. Those respondents choosing Other reported a mix of partially Centralized and partially
Decentralized structures. SOURCE: The Security Benchmark Report, November 2023

Security’s Responsibilities
Top 15 Roles That Security Owns, Leads or Manages

1. Security strategy

2. (tie) | Aligning security with the business

2. (tie) | Security audits / surveys / assessments

2. (tie) | Workplace violence / threat management / active shooter
prevention

5, (tie) Liaison with public-sector law enforcement agencies

5. (tie) | Security staff development & training

7. Asset protection / facilities protection

8. Security technology & integration

9. Event security

10. Civil unrest / targeted protests

11. Security contract management: Guards / technology integrators
/ contract employees

12. Investigations

13. Security operations center management

14. Hate crimes / terrorism / extremism

15. Loss prevention / goods protection

The Security Benchmark Report participants were given a list of 36 roles and responsibilities that may fall under the security function
at an organization and were asked for the level of responsibility the team has over that role within their enterprise. The above are

the 15 most common job responsibilities that the security function owns, leads or manages, according to respondents. For this
survey, owning or leading the responsibility means security both manages and funds the program, while managing means security
manages the program, but another group funds it. SOURCE: The Security Benchmark Report, November 2023
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SECURITY ROLES & RESPONSIBILITIES

Organizational Responsibilities: Security Roles & Functions
Respondents report on the responsibilities of their security programs, as well as the level of involvement they have in each role.

Not Involved /
Function Own / Lead Manage Support Do Not Have /
Do Not Know
Aligning security with the business 76% 16% 7% 1%
Asset protection / facilities protection 70% 21% 10% 0%
Brand protection / intellectual property / product protection / counterfeiting / fraud protection 15% 18% 53% 14%
Business resilience / business continuity / emergency management / disaster recovery 47% 14% 34% 5%
Business expansion support 8% 1% 67% 15%
Civil unrest / targeted protests 75% 12% 9% 4%
COVID-19 response 25% 18% 52% 4%
Corporate aviation security 14% 5% 27% 53%
Cybersecurity / information technology security / data protection 8% 4% 64% 24%
Drug & alcohol testing / background checks / other pre-employment screening 14% 12% 36% 38%
Duty of care / traveler protection & support / executive protection 58% 1% 16% 15%
Emergency notification 58% 14% 24% 4%
Emergency response and planning 53% 17% 30% 0%
Event security 67% 20% 8% 5%
Hate crimes / terrorism / extremism 66% 12% 13% 9%
Health and safety 21% 9% 50% 20%
International workforce protection and support 32% 10% 20% 38%
Investigations 64% 18% 16% 2%
Liaison with public-sector law enforcement agencies 82% 9% 4% 3%
Loss prevention / goods protection 60% 14% 16% 10%
Mergers & acquisitions (M&A) / business or site expansion / contraction planning & support 4% 2% 58% 36%
Parking & transportation security 40% 12% 25% 24%
Regulatory compliance / controls assurance, verification & validation 16% 20% 54% 1%
Risk & threat assessments / risk management planning / enterprise risk management 51% 23% 24% 2%
Security as a competitive advantage 45% 15% 16% 24%
Security audits / surveys / assessments 79% 14% 2% 4%
Security contract management: Guards / technology integrators / contract employees 65% 16% 9% 1%
Security operations center (SOC) management 73% 4% 2% 20%
Security staff development & training 83% 9% 5% 3%
Security strategy 90% 9% 2% 0%
Security technology & integration 71% 16% 10% 3%
Social media threat monitoring 37% 15% 36% 1%
Supply chain / logistics / distribution security 22% 8% 47% 24%
Vendor and channel partner vetting 14% 12% 41% 33%
Weather / natural disasters 41% 16% 38% 5%
Workplace violence / threat management / active shooter prevention 83% 9% 6% 2%

The Security Benchmark Report respondents were asked to report on the security team’s roles and responsibilities within their organization. This year, we asked security leaders for the level of
responsibility for each function within their organization with the following choices: Own / Lead Function: Security manages and funds the program; Manage: Security manages the program but another
group funds it; Support: Security sets policy, consults on the program (or represents physical security perspective) but does not manage or fund the program; Not Involved: Company has the program but
security is not involved in it; Do Not Have; Do Not Know. We have combined Not Involved / Do Not Have / Do Not Know responses for the purposes of this chart. SOURCE: The Security Benchmark Report,
November 2023
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Do Security Teams Have a Charter or Policy / Policies Within the
Enterprise that Clearly Define(s) the Role / Authority of Security?

Under
development
7%

® YES 83%
® NO 10%

Under development / planned for this year /
do not know 7%

SOURCE: The Security Benchmark Report, November 2023

Do Security Teams Maintain a Security Metrics Program That Clearly Do Security Organizations Track / Maintain Security-Related Metrics
Defines Productivity, Value Creation and Cost Avoidance? / Analysis or Data to Help Determine Incident Response, Proper
Staffing, etc.?

Under
development
19%

Under
development
12%

® YES 65% ® VES 79%
Under development / planned for this year 19% Under development / planned for this year 12%
® NO 16% ® NO 9%

SOURCE: The Security Benchmark Report, November 2023 SOURCE: The Security Benchmark Report, November 2023
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SECURITY ROLES & RESPONSIBILITIES

Pre-Employment Screening Conducted Across the Enterprise
Type of Check / Test — %

Criminal background — 85%

Employment reference — 80%

Drug tests — 63%

Personal reference checks — 59%

Credit checks — 44%

Social media reviews — 34%

Military background — 19%

Other — 11%

Don't know — 8%

None of the above — 2%

The Security Benchmark Report respondents were asked what security checks / testing the organization conducts as part

of pre-employment screening. Respondents were allowed to indicate as many answers as applicable to their organization.
Respondents were also able to choose Other (11%) or Don't know (8%). The Don't know answer is meant to give other security
organizations knowledge into the roles, responsibilities and maturity of other security programs. For this question, other forms
of screening indicated by respondents included media checks and DMV checks, and some respondents indicated that pre-
employment screening procedures differed between employee level (junior vs. executive) and location. SOURCE: The Security
Benchmark Report, November 2023

Security Executive Insights

Is your highest security-related role within the organization responsible for both
physical security and cybersecurity?

12% 88%

Is your highest security-related role within the organization ultimately responsible for
both physical security and health & safety?

37% 63%

In order to participate in The Security Benchmark Report, respondents must be responsible, at least in part, for physical security within
their organization. We asked survey respondents for more insight into the ever-evolving and changing roles of security, including
whether their program is responsible for both physical security and health & safety, as well as physical security and cybersecurity. This
year's statistics represent decreases compared to 2022, when 22% of security departments reported being responsible for cybersecurity
and 56% reported responsibility for health and safety as well as physical security. SOURCE: The Security Benchmark Report, November
2023
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SECURITY BUDGETS, SPENDING & MORE

Average Security Budget as Percent of Revenue

o The average security budget as a percent of
3 /0 revenue among The Security Benchmark Report
|

respondents was 2.3%.

The Security Benchmark Report captures information on security budgets and total reported revenue / operating budget in the overall
organization. To calculate the security budget as a percentage of revenue across the enterprise, the security budget is divided by the
total revenue. Companies that reported information on both security budget and total revenue are included in this number; however, if
any numbers appeared inaccurately reported or incorrect, they were removed from the calculation. SOURCE: The Security Benchmark
Report, November 2023

Average Security Budget as a Percent of Revenue by Sector

Sector / Average Security Budget as a Percent of Revenue

Utilities & Distribution — 4%
|

Healthcare — 3%

Pharma & Biotech — 1%

Banking & Insurance — 0.75%

Higher Education — 0.6%
|

Hospitality & Entertainment — 0.6%

Manufacturing — 0.4%
[

Information Technology & Media — 0.3%

Retail & Restaurant — 0.2%
[ |

Above is the average security budget as a percent of revenue by market sector. The Security Benchmark Report captures information
on security budgets and total reported revenue / operating budget in the overall organization. To calculate the security budget as a
percentage of revenue across the enterprise, the security budget is divided by the total revenue. Companies that reported information
on both security budget and total revenue are included in this number; however, if any numbers appeared inaccurately reported or
incorrect, they were removed from the calculation. If a given sector did not have enough accurate data to calculate an average, it was
not included in the above reporting. SOURCE: The Security Benchmark Report, November 2023
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SECURITY BUDGETS, SPENDING & MORE

Security Budget Comparisons Year-Over-Year

Increase 8%

15% 26%
[ | STAYED THE SAME SIENIEESEHE STAYED THE SAME
23%

DECREASE

Decrease 19%
DECREASE

9%
DECREASE

69%
Stayed the same 66% INCREASE

o,
INCREASE b

INCREASE

2021 2022 2023

A majority of The Security Benchmark Report respondents reported an increased security budget compared with the previous year's
budget. However, fewer respondents reported an increased security budget in 2023 compared to 2022. In 2022, 69% of respondents
reported an increased budget, while, in 2023, 65% of respondents reported an increased security budget year-over-year, SOURCE:
The Security Benchmark Report, November 2023

How Much Did Security Budgets Change Year-Over-Year?
21%

AVERAGE
PERCENTAGE
INCREASE

AVERAGE
PERCENTAGE
DECREASE

14%

2021 2022 2023

If The Security Benchmark Report respondents indicated an increased security budget in 2023 compared with 2022, they were
asked what percentage that budget increased. The average increase reported by those respondents for 2023 was 14%. If respondents
indicated their security budget in 2023 decreased compared with 2022, they were asked for the percentage decrease. The average
decrease reported by those respondents for 2023 was 7%. In 2022, the average increase in security budget was 19% and the average
decrease in security budget was 11%. SOURCE: The Security Benchmark Report, November 2023
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SECURITY GUARDING & OPERATIONS

Use of Security Guards / Officers

Both proprietary and contract guarding — 48%

Contract guarding only — 34%

Proprietary guarding only — 18%

0f those The Security Benchmark Report respondents that reported using guard / officer forces at their organization, 48% of security
leaders report using both proprietary and contract officer / guard forces, while 18% report having only proprietary guards and 34%
reported having only third-party / contract guards. SOURCE: The Security Benchmark Report, November 2023

Do You Have a Security Operations Center (SOC)?

Yes — 67%
]
No — 33%

Security Operations Center Reach

Entire enterprise — 75%

Limited to a particular site or region — 25%

Overall, 67% of The Security Benchmark Report respondents reported having a security operations center (SOC) or global security
operations center (GSOC) within their enterprise. Respondents that answered "Yes" to having a SOC were asked if their SOCs provide
security and risk services to the entire enterprise or just a particular region or site. Overall, among all sectors, 75% of respondents that
reported having a SOC offer those services to the entire enterprise. SOURCE: The Security Benchmark Report, November 2023
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SECURITY GUARDING & OPERATIONS

What Services Do Security Operations Centers Provide?
Function / %

q

Monitoring and triaging internal inci reported — 92%

Monitoring video surveillance and alarms — 90%

Monitoring external events that may impact the enterprise — 90%

Monitoring weather and alerting enterprise of potential impacts — 87%

Administering access control permissions and monitoring alarms — 84%

Answering and routing general inquiry phone calls — 81%

Preparing risk assessments and situation reports — 57%

Tracking executive travel and events — 57%

Monitoring social media posts that name the enterprise and / or top executives — 56%

Tracking all business travel and / or developing and distributing travel security guidance — 52%

Monitoring executive home security systems and responding to alarms — 30%

Performing COVID-19 data collection and / or contact tracing — 30%

Monitoring cyber-related incidents or threats — 22%

Other — 14%

Among the 67% of The Security Benchmark Report respondents that reported having a global security operations center (GSOC)

or security operations center (SOC), Security magazine asked respondents which services their SOCs provide to the enterprise,
represented in the bar graph above. Respondents were able to choose as many responses as applicable. Respondents who selected
Other reported SOC functions including monitoring for infant abductions, providing support for women'’s safety, and supporting
building automation. SOURCE: The Security Benchmark Report, November 2023
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SECURITY-RELATED TRAINING & TECHNOLOGY

Money Spent on Security-Related Training by Sector

Sector / Average Money Spent on Security-Related Training

Healthcare — $284,000

Higher Education — $279,000

Utilities & Distribution — $268,000

Hospitality & Entertainment — $175,000

Information Technology & Media — $118,000

Manufacturing — $104,000

Banking & Insurance — $100,000

Agriculture, Food & Beverage — $98,000

Retail & Restaurant — $75,000

Pharma & Biotech — $43,000

Real Estate, Property Management, Construction — $20,000

Above is the average money spent on security-related training by sector, based on self-reported information from The Security
Benchmark Report respondents. Information that appeared to be inaccurately reported was excluded from these calculations. SOURCE:
The Security Benchmark Report, November 2023

Which of the Following Security-Related Training
Did You Implement at Your Organization Last Year?

i i Targeted

Group
Crisis management 58% 25% 55% 1%
Emergency response 62% 35% 48% 8%
Executive protection 57% 8% 26% 29%
Insider threat 45% 34% 34% 24%
Investigation-related 64% 1% 33% 24%
h‘;ﬁ:f;gmzm 62% 21% 32% 14%
Security technology 67% 1% 36% 14%
Workplace violence 54% 75% 43% 8%

Caption: The Security Benchmark Report respondents were asked to report the security-related training they held within their
enterprise in 2022, Respondents were able to choose multiple populations for each training if applicable. For example, with Workplace
violence, some organizations implemented training for both security staff, as well as targeted cross-functional groups. Respondents
were allowed to report using as many training types as applicable. “Not Applicable” refers to those organizations that did not
implement that type of training in 2022, In addition to these responses, respondents were able to choose "Other” Some of those
responses included: COVID-19 infection prevention; diversity, equity and inclusion; business continuity & resilience; active shooter;
human trafficking identification & prevention; and de-escalation. SOURCE: The Security Benchmark Report, November 2023
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SECURITY-RELATED TRAINING & TECHNOLOGY

What Physical Security / Electronic Security Systems
Does Your Enterprise Currently Have in Place?

Type / %

Access control — 98%

Video management system (VMS) — 97%

ID / badging — 95%

Intrusion detection — 86%

Mass notification — 85%

Two-way radio* — 82%

Visitor management — 81%

Intercom / communications — 75%

Other — 71%

Perimeter security — 66%

Travel security monitoring — 62%

Facility risk monitoring — 56%

Executive tracking — 35%

Drones / robots — 11%

The Security Benchmark Report respondents were asked which physical and / or electronic security systems and equipment their
enterprise currently has in place. Respondents were able to choose as many systems as applicable. Of those respondents who
selected Other, additional security technologies they have implemented in their enterprises include: biometrics-based security
solutions; gunshot detection; weapons screening; open-source intelligence monitoring; and duress technology. *Two-way radio
systems are included here if reported for security personnel only. SOURCE: The Security Benchmark Report, November 2023
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SECURITY-RELATED TRAINING & TECHNOLOGY

What Does Your Organization Plan to Spend on Electronic
Physical Security Systems and Services in 2023?

Budget / %
$1 million or more — 47%
|

$500,000 to $999,999 — 13%

$250,000 to $499,999 — 16%

$100,000 to $249,999 — 11%

$50,000 to $99,999 — 7%

$25,000 to $49,999 — 4%

Less than $25,000 — 2%
[ |

Caption: The Security Benchmark Report respondents were asked how much their organization plans to spend on electronic physical
security systems and services this year. Respondents were asked to choose the range that best describes their planned spending.
SOURCE: The Security Benchmark Report, November 2023
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SECURITY TEAMS USING METRICS

Security Teams Emphasizing Metrics to Define Productivity

These security programs report maintaining a metrics program that clearly defines productivity, value creation and cost avoidance.

Company Security Benchmark Leader Title

Abercrombie and Fitch Shane Berry GVP, Asset Protection and Chief Security Officer

Adtalem Global Education Robert Soderberg Vice President, Chief Safety, Security & Resiliency Officer
Advocate Health Randy Stephan System Vice President for Security

AMBSE Joe Coomer Vice President, Security

American Electric Power Steve Swick Chief Security Officer

American Family Insurance Jeff Wiegand Vice President, Protective Services

Arthrex Kevin Cliff Director, Corporate Security Services

Associated Grocers of New England, Inc Alan R. Cote Director of Risk Management

AVANGRID Brian Harrell Vice President & Chief Security Officer

Baker Hughes Kevin Wetherington Chief Health, Safety, Environment, Security, & Quality Officer
Ballad Health Ken Harr Assistant Vice President / Chief Security Officer

Big Lots Robert LaCommare Vice President, Asset Protection & Safety

Bridgestone Corp Josh Walker Vice President, Corporate Security and Enterprise Risk
Casino du Lac-Leamy Pierre Cote Chief of Operations

Chico's FAS Inc. Joe Biffar Vice President, Asset Protection

Chubb Richard M. Kelly Senior Vice President, Chief Security Officer
CIP Corps Karl Perman CEO
Clarios Robb Koops Global Security Director

Cleveland Clinic

Gordon Snow

Chief Security Officer

Corning Inc. Steve Harrold Vice President, Global Security

County of Ventura David Barley Division Head

Duke University John H. Dailey Chief of Police

Ecentria - OpticsPlanet Gary Stewart Director, Corporate Security

Facebook Nick Lovrien Chief Global Security Officer

GE Healthcare Shiva Rajagopalan Senior Director of Infrastructure and Facilities
GoDaddy Jason Veiock Senior Director, Safety, Security & Resilience
Hamilton Health Sciences Todd Milne Director, Security Services and Emergency Disaster Management
HMPL Sambit Nath Head of Security

Keurig Dr Pepper Ryan DeStefano Director of Corporate Security

Kyndryl Catherine Killian Vice President & Chief Security Officer

Lexington County Health Services
District Department of Public Safety

Justin McClarrie

Director of Public Safety
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Security Teams Emphasizing Metrics to Define Productivity

These security programs report maintaining a metrics program that clearly defines productivity, value creation and cost avoidance.

Company

Security Benchmark Leader

Title

Massachusetts General Hospital

Bonnie Michelman

Executive Director, Police, Security & Outside Services

McLeod Health

J. Wayne Byrd

Director of Security

Memorial Healthcare

Jeff Hauk, MBA, MSA, CPP, CHPA

Director, Public Safety and Police Authority Services

National Labor Relations Board

Raymond Hankins

Chief Security Officer

Nationwide Mutual

Jay C. Beighley

Senior Associate Vice President

Northwest Community Healthcare

CEO

NRG Energy, Inc. Joe Walters Sr. Director, Enterprise Security, Real Estate and Facilities
PepsiCo, Inc. Michael Lee Senior Vice President, Chief Security Officer
Petco Steven J. Bova Director, Loss Prevention

Power Integrations

Balu Balakrishnan

CEO

Regitt Consulting Services Ltd

General Manager, Security

Sabre Jesse Campbell Global Safety & Security Leader

San Antonio Water System Steven Tijerina Manager

Seattle Children's Hospital Jim Sawyer Security Director

State Street Stephen D. Baker, CPP Senior Vice President and Chief Security Officer
Synopsys, Inc. Jim Fussell Senior Director, Global Safety, Security & Resilience
Tampa General Hospital Tony Venezia Senior Director of Public Safety

Texas Biomedical Research Institute

Mark A. Hammargren, CPP

Director, Security & Emergency Preparedness

University of Alabama at Birmingham

Mike Hasselbrink

Director of Physical Security

University of Redlands

Stanley Skipworth

Associate Vice President / Chief

University of Pennsylvania

Kathleen Shields Anderson, J.D.,, MBA

Vice President for Public Safety

US DataVault Marc Shaffer CEO
University of Texas Police at Houston William Adcox Vice President, Chief of Police and Chief Security Officer
Victoria's Secret & Co John Talamo Senior Vice President, Asset Protection

Waters Technologies Corporation

Katherine Collins

Sr. Manager, Corporate Global Security

Xylem

Maribeth Anderson

Global Senior Director

Yale University Public Safety

Ronnell Higgins

Associate Vice President for Public Safety and Community Engagement

Yazaki North America Canton HQ

Bert Morales

Vice President, Corporate Security

The above list (in alphabetical order) are those security leaders that reported maintaining a security metrics program that defines productivity, value creation and cost avoidance. Respondents are allowed to remain anonymous from
any listings or rankings within the published The Security Benchmark Report; therefore, any respondents choosing to remain anonymous are not included in this list. SOURCE: The Security Benchmark Report, November 2023
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This sector includes those organizations reporting agriculture, farming, food production & processing, or food & beverage services as their primary market sector of business.

\ 4 Money Spent on Security-Related Training —
—_— Agriculture, Food & Beverage

598,000

Among the Agriculture, Food & Beverage sector, the
average amount of money spent on security-related
training in 2022 was $98,000.

The Security Benchmark Report respondents in the Agriculture, Food & Beverage sector reported an average of $98,000 in security-
related spending last year. Information that appeared to be inaccurately reported was excluded from the calculation. SOURCE: The
Security Benchmark Report, November 2023

Security Budget 2023 vs. 2022 — Agriculture, Food & Beverage

Increased — 100%

The Security Benchmark Report respondents in the Agriculture, Food & Beverage market sector were asked whether their 2023
security budgets Increased, Decreased or Stayed the same over 2022. All respondents in the sector reported an increase in security
budget in 2023 when compared to 2022. SOURCE: The Security Benchmark Report, November 2023

5 Responsibilities Owned by Agriculture, Food & Beverage Teams

1. Aligning security with the business

2. Duty of care / traveler protection & support /
executive protection

Liaison with public-sector law enforcement agencies

Hate crimes / terrorism / extremism

Security strategy

The Security Benchmark Report participants within the Agriculture, Food & Beverage sectors were given a list of 36 roles and
responsibilities that may fall under the security function at an organization and were asked for the level of responsibility the team
has over that role within their enterprise. The above are the most common job responsibilities (in alphabetical order) that the security
function within this sector reported as Owning / Leading. For this survey, Owning / Leading the responsibility means security both
manages and funds the program. SOURCE: The Security Benchmark Report, November 2023
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Where Security Lives — Agriculture, Food & Beverage
Function / %

Chief Risk or Legal Officer / Risk / Legal / General Counsel — 50%
COO / Operations — 25%

GM / Business Unit — 25%

We asked The Security Benchmark Report respondents which function their security organization reports to or resides within. Within
the Agriculture, Food & Beverage market sector, the highest percentage of security teams reported to the Chief Risk or Legal Officer /
Risk / Legal / General Counsel. SOURCE: The Security Benchmark Report, November 2023

Structure of Security — Agriculture, Food & Beverage
Structure / %

Centralized — 25%

Decentralized — 50%

Other — 25%

In the Agriculture, Food & Beverage sector, 50% of Security Benchmark Report respondents reported a Decentralized structure of their
security organization. Other in this data represents a security program structure comprised of both Centralized and Decentralized
components. SOURCE: The Security Benchmark Report, November 2023

Geographic Security Responsibility —
Agriculture, Food & Beverage

Location / %

Asia — 100%

Europe — 100%

North America — 100%

South America — 100%

Africa — 75%

Oceania (including Australia) — 75%

The Security Benchmark Report respondents were asked to report which geographic areas their security organization provides risk
and security services. Respondents were able to choose as many geographic areas as applicable. SOURCE: The Security Benchmark
Report, November 2023
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o of Agriculture, Food & Beverage security leaders
0 /o reported being responsible for both physical

security and cybersecurity.

o of Agriculture, Food & Beverage security leaders
0 /o reported being responsible for both physical

security and health & safety.

SOURCE: The Security Benchmark Report, November 2023

Do Agriculture, Food & Beverage Organizations
Have Security Operations Centers?

Within the Agriculture, Food & Beverage sectors, 75% of The Security Benchmark Report respondents reported having a security

operations center (SOC) or global security operations center (GSOC) within their enterprise. SOURCE: The Security Benchmark Report,
November 2023

] I
Average number of enterprise-wide contract FTE security

officers / guards within Agriculture, Food & Beverage

sector organizations.
The Security Benchmark Report respondents were asked how many contract and proprietary full-time equivalent (FTE) security

officers and security guards they have within their enterprise. The average among all respondents in the Agriculture, Food & Beverage

Average number of enterprise-wide proprietary FTE
security officers / guards within Agriculture, Food &

market sectors is reported here. Outliers or information that appeared to be inaccurately reported were excluded from the calculation.

SOURCE: The Security Benchmark Report, November 2023

Beverage sector organizations.
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BANKING & INSURANCE

This sector includes those organizations reporting banking, financial services, insurance or reinsurance as their primary market sector of business.

Security Budget as a Percent of Revenue —
Banking & Insurance

0.75%

Among the Banking & Insurance sector, the average
security budget as a percent of total revenue was
0.75%.

Among The Security Benchmark Report respondents choosing Banking & Insurance as their primary market sector, 0.75% was
the average security budget as a percent of revenue. To calculate the security budget as a percentage of revenue across security
programs in this sector, the security budget was divided by the total revenue, based on self-reported information. Information that
appeared to be inaccurately reported was excluded from the calculation. SOURCE: The Security Benchmark Report, November 2023

\ ™ 4 Money Spent on Security-Related Training —
- Banking & Insurance

100,000

Among the Banking & Insurance sectors, the average
amount of money spent on security-related training in
2022 was $100,000.

The Security Benchmark Report respondents in the Banking & Insurance sectors reported an average of $100,000 in security-related
spending last year. Outliers or information that appeared to be inaccurately reported were excluded from the calculation. SOURCE: The
Security Benchmark Report, November 2023
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Security Budget 2023 vs. 2022 — Banking & Insurance

Increased — 50%
|

Stayed the same — 37%

Decreased — 13%

The Security Benchmark Report respondents in the Banking & Insurance market sectors were asked whether their 2023 security
budgets Increased, Decreased or Stayed the same over 2022, SOURCE: The Security Benchmark Report, November 2023

6 Responsibilities Owned by Banking & Insurance Security Teams

Security audits / surveys / assessments

Security strategy

Security technology & integration

Aligning security with the business

Asset protection / facilities protection

olo|swN|~

Security staff development & training

The Security Benchmark Report participants within the Banking & Insurance sectors were given a list of 36 roles and responsibilities
that may fall under the security function at an organization, and were asked for the level of responsibility the team has over that role
within their enterprise. The above are the most common job responsibilities that the security function within this sector reported as
Owning / Leading. For the purposes of this survey, Owning / Leading the responsibility means security both manages and funds the
program. SOURCE: The Security Benchmark Report, November 2023

Where Security Lives — Banking & Insurance

Function / %

CRO / Risk / Legal / General Counsel — 37.5%

Human Resources — 37.5%

CAO / Administration / Shared Services — 25%

We asked The Security Benchmark Report respondents which function their security organization reports to or resides within. Within
the Banking & Insurance market sectors, the highest percentage of security teams reported to CRO / Risk / Legal / General Counsel
and Human Resources. SOURCE: The Security Benchmark Report, November 2023
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Structure of Security — Banking & Insurance

Regional
25%

Centralized
75%

In the Banking & Insurance sectors, 75% of The Security Benchmark Report respondents reported a Centralized structure of their
security organization. One-quarter (25%) reported a Regional structure of their security program. SOURCE: The Security Benchmark
Report, November 2023

Do Banking & Insurance Organizations
Have Security Operations Centers?

Within the Banking & Insurance sectors, 88% of The Security Benchmark Report respondents reported having a security operations
center (SOC) or global security operations center (GSOC) within their enterprise. SOURCE: The Security Benchmark Report, November
2023
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BANKING & INSURANCE

o of Banking & Insurance security leaders reported
3 /o being responsible for both physical

security and cybersecurity.

o of Banking & Insurance security leaders reported
8 /o being responsible for both physical

security and health & safety.

SOURCE: The Security Benchmark Report, November 2023

Geographic Security Responsibility —
Banking & Insurance

Location / %

North America — 100%

Asia — 88%

Europe — 88%

South America — 63%

Africa — 50%

Oceania (including Australia) — 50%

The Security Benchmark Report respondents were asked to report which geographic areas their security organization provides risk
and security services. Respondents were able to choose as many geographic areas as applicable. SOURCE: The Security Benchmark

Report, November 2023

", Average number of enterprise-wide contract FTE security

officers / guards within Banking & Insurance sector
{ [ 20

organizations.

Average number of enterprise-wide proprietary FTE
security officers / guards within Banking & Insurance
sector organizations.

The Security Benchmark Report respondents were asked how many contract and proprietary full-time equivalent (FTE) security
officers and security guards they have within their enterprise. The average among all respondents in the Banking & Insurance
market sectors is reported here. Outliers or information that appeared to be inaccurately reported were excluded from the calculation.
SOURCE: The Security Benchmark Report, November 2023
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This sector includes those organizations reporting healthcare (hospitals, medical centers, etc.) as their primary market sector of business.

\ ™ Security Budget as a Percent of Revenue —
- Healthcare

3%

Among the Healthcare sector, the average security
budget as a percent of total revenue was 3%.

Among The Security Benchmark Report respondents choosing Healthcare as their primary market sector, 3% was the average security
budget as a percent of revenue. To calculate security budget as a percentage of revenue across security programs in this sector, the
security budget was divided by the total revenue, based on self-reported information. Outliers or information that appeared to be
inaccurately reported were excluded from the calculation. SOURCE: The Security Benchmark Report, November 2023

Security Budget as a Percent of Revenue by Organization Size —

Healthcare
Number of Employees Security Budget as a Percent of Revenue
0 to 999 0.4%
1,000 to 9,999 0.6%
10,000 to 24,999 9%
25,000 to 49,999 0.5%
50,000 and above 0.3%

To calculate security budget as a percentage of revenue across security programs in this sector, the security budget was divided by
the total revenue, based on self-reported information. Here, the data is broken down by the total number of overall employees in the
reporting organization. Information that appeared to be inaccurately reported was excluded from the calculation. SOURCE: The Security
Benchmark Report, November 2023

\ 4 Money Spent on Security-Related Training —
b Healthcare

$284,000

Among the Healthcare sector, the average amount of
money spent on security-related training in 2022 was
$284,000.

The Security Benchmark Report respondents in the Healthcare sector reported an average of $284,000 in security-related spending
last year. Outliers or information that appeared to be inaccurately reported were excluded from the calculation. SOURCE: The Security
Benchmark Report, November 2023
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Security Budget 2023 vs. 2022 — Healthcare

Increased — 55%
|
Stayed the same — 40%

Decreased — 5%

The Security Benchmark Report respondents in the Healthcare sector were asked whether their 2023 security budgets Increased,
Decreased or Stayed the same over 2022, The majority of respondents reported an increase in security budget over last year, with the
average percent increase being 18%. SOURCE: The Security Benchmark Report, November 2023

7 Responsibilities Owned by Healthcare Security Teams

Security staff development & training

Security strategy

Security audits / surveys / assessments

Asset protection / facilities protection

Workplace violence / active shooter prevention

Civil unrest / targeted protests

N|O g s W D=

Liaison with public-sector law enforcement agencies

The Security Benchmark Report participants within the Healthcare sector were given a list of 36 roles and responsibilities that may
fall under the security function at an organization, and were asked for the level of responsibility the team has over that role within
their enterprise. The above are the most common job responsibilities that the security function within this sector reported as Owning
/ Leading. For the purposes of this survey, Owning / Leading the responsibility means security both manages and funds the program.
SOURCE: The Security Benchmark Report, November 2023

Where Security Lives — Healthcare

Function / %

COO / Operations — 20%

CAO / Administration / Shared Services — 15%

CRO / Risk / Legal / General Counsel — 15%

Facilities — 15%

Other — 15%

CEO / President / Owner — 10%

Human Resources — 10%

We asked The Security Benchmark Report respondents which function their security organization reports to or resides within. Within
the Healthcare sector, the majority of security functions reported to or resided within Operations. Those who selected Other report to
Ancillary Services or Support Services. SOURCE: The Security Benchmark Report, November 2023
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Structure of Security — Healthcare

Regional Centralized
5%

95%

In the Healthcare sector, 95% of The Security Benchmark Report respondents reported a Centralized structure of their security
organization. SOURCE: The Security Benchmark Report, November 2023

Do Healthcare Organizations Have Security Operations Centers?

Within the Healthcare sector, 65% of The Security Benchmark Report respondents reported having a security operations center (SOC)
or global security operations center (GSOC) within their enterprise. SOURCE: The Security Benchmark Report, November 2023
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HEALTHCARE

o of Healthcare security leaders reported being
5 /o responsible for both physical

security and cybersecurity.

o of Healthcare security leaders reported being
5 / responsible for both physical
0 security and health & safety.

SOURCE: The Security Benchmark Report, November 2023

Geographic Security Responsibility —
Healthcare

Location / %

North America — 100%

Europe — 15%

South America — 15%
]

Africa — 10%

Asia — 10%
[

Oceania (including Australia) — 10%

The Security Benchmark Report respondents were asked to report which geographic areas their security organization provides risk
and security services. Respondents were able to choose as many geographic areas as applicable. SOURCE: The Security Benchmark
Report, November 2023

Average number of enterprise-wide contract FTE security
officers / guards within the Healthcare sector.

{ E ] 4 5
Average number of enterprise-wide proprietary FTE
security officers / guards within the Healthcare sector.

The Security Benchmark Report respondents were asked how many contract and proprietary full-time equivalent (FTE) security
officers and security guards they have within their enterprise. The average among all respondents in the Healthcare sector is reported
here. Qutliers or information that appeared to be inaccurately reported were excluded from the calculation. SOURCE: The Security
Benchmark Report, November 2023
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This sector includes those organizations reporting higher education, universities, colleges or technical institutions as their primary market sector of business.

4
-

Security Budget as a Percent of Revenue —
Higher Education

6%

Among the Higher Education sector, the average security
budget as a percent of total revenue was 0.6%.

Among The Security Benchmark Report respondents choosing Higher Education as their primary market sector, 0.6% was the average
security budget as a percent of revenue. To calculate security budget as a percentage of revenue across security programs in this
sector, the security budget was divided by the total revenue, based on self-reported information. Information that appeared to be
inaccurately reported was excluded from the calculation. SOURCE: The Security Benchmark Report, November 2023

Money Spent on Security-Related Training —
Higher Education

$279,000

Among the Higher Education sector, the average amount
of money spent on security-related training in 2022 was
$279,000.

I(

The Security Benchmark Report respondents in the Higher Education sector reported an average of $279,000 in security-related
spending last year. Information appearing to be inaccurately reported was excluded from the calculation. SOURCE: The Security
Benchmark Report, November 2023

Security Budget 2023 vs. 2022 — Higher Education

Increased — 62.5%
|

Stayed the same — 25%

Decreased — 12.5%

The Security Benchmark Report respondents in the Higher Education market sector were asked whether their 2023 security budgets
Increased, Decreased or Stayed the same over 2022. The majority of respondents this year reported an increase in security budget,
which was a 7% increase on average. SOURCE: The Security Benchmark Report, November 2023
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8 Responsibilities Owned by Higher Education Security Teams

Investigations

Security staff development & training

Event security

Hate crimes / terrorism / extremism

Liaison with public-sector law enforcement agencies

Security operations center management

N|o|olhlw N|la

Security strategy

®

Workplace violence / active shooter prevention

The Security Benchmark Report participants within the Higher Education sector were given a list of 36 roles and responsibilities that
may fall under the security function at an organization, and were asked for the level of responsibility the team has over that role within
their enterprise. The above are the most common job responsibilities that the security function within this sector reported as Owning
/ Leading. For the purposes of this survey, Owning / Leading the responsibility means security both manages and funds the program.
SOURCE: The Security Benchmark Report, November 2023

Where Security Lives — Higher Education

Function / %

CAO / Administration / Shared Services — 25%
|
COO / Operations — 25%

Other — 25%
|

CEO / President / Owner / Executive Director — 12.5%

Human Resources — 12.5%

We asked The Security Benchmark Report respondents which function their security organization reports to or resides within. Within
the Higher Education sector, an even split of security teams reported to Operations, Administration and Other. The respondents who
selected Other report into the Vice Chancellor or Public Affairs. SOURCE: The Security Benchmark Report, November 2023

o of Higher Education security leaders reported being
5 / responsible for both physical
«J /0

security and cybersecurity.

o of Higher Education security leaders reported being
5 / responsible for both physical
0 security and health & safety.

SOURCE: The Security Benchmark Report, November 2023
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Structure of Security — Higher Education

Decentralized
12.5%

Partially
Centralized &
Decentralized

12.5%

Centralized
75%

In the Higher Education sector, 75% of The Security Benchmark Report respondents reported a Centralized structure of their security
organization. SOURCE: The Security Benchmark Report, November 2023

Do Higher Education Organizations
Have Security Operations Centers?

NO
12.5%

YES
87.5%

Within the Higher Education sector, 875% of The Security Benchmark Report respondents reported having a security operations center
(SOC) or global security operations center (GSOC) within their enterprise. SOURCE: The Security Benchmark Report, November 2023
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Geographic Security Responsibility —
Higher Education

Location / %

North America — 87.5%
|
Africa — 37.5%

Asia — 25%
|

Europe — 25%

Oceania (including Australia) — 12.5%
[

South America — 12.5%

The Security Benchmark Report respondents were asked to report which geographic areas their security organization provides risk
and security services. Respondents were able to choose as many geographic areas as applicable. SOURCE: The Security Benchmark
Report, November 2023

Average number of enterprise-wide contract FTE security
officers / guards within Higher Education organizations.

Average number of enterprise-wide proprietary FTE
security officers / guards within Higher Education
The Security Benchmark Report respondents were asked how many contract and proprietary full-time equivalent (FTE) security
officers and security guards they have within their enterprise. The average among all respondents in the Higher Education sector is

organizations.
reported here. Outliers or information that appeared to be inaccurately reported were excluded from the calculation. SOURCE: The
Security Benchmark Report, November 2023
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This sector includes those organizations reporting hospitality, hotels, casinos, entertainment, sports leagues & facilities, or recreation as their primary market sector of business.

\ 4 Security Budget as a Percent of Revenue —
b Hospitality & Entertainment

0.6%

Among the Hospitality & Entertainment sector, the average
security budget as a percent of total revenue was 0.6%.

Among The Security Benchmark Report respondents choosing Hospitality & Entertainment as their primary market sector, 0.6%

was the average security budget as a percent of revenue, To calculate security budget as a percentage of revenue across security
programs in this sector, the security budget was divided by the total revenue, based on self-reported information. Information that
appeared to be inaccurately reported was excluded from the calculation. SOURCE: The Security Benchmark Report, November 2023

\ ™ 4 Money Spent on Security-Related Training —
bt Hospitality & Entertainment

175,000

Among the Hospitality & Entertainment sectors, the
average amount of money spent on security-related
training in 2022 was $175,000.

The Security Benchmark Report respondents in the Hospitality & Entertainment sectors reported an average of $175,000 in security-
related spending last year. Information that appeared to be inaccurately reported was excluded from the calculation. SOURCE: The
Security Benchmark Report, November 2023

Security Budget 2023 vs. 2022 — Hospitality & Entertainment

Increased — 100%
|

The Security Benchmark Report respondents in the Hospitality & Entertainment market sectors were asked whether their 2023
security budgets Increased, Decreased or Stayed the same over 2022. All respondents reported an increase in their security budget.
SOURCE: The Security Benchmark Report, November 2023
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12 Responsibilities Owned by Hospitality & Entertainment Security Teams

1. Security strategy

2. Aligning security with the business

3. Business resilienpe / business continuity / emergency
management / disaster recovery

4. Civil unrest / targeted protests

5. Emergency response and planning

6. Event security

7 Liaison with public-sector law enforcement agencies

8. Loss prevention / goods protection

9. Security audits / surveys / assessments

10. Security contract management: Guards / technology integrators
/ contract employees

1. Security operations center management

12. Weather / natural disasters

The Security Benchmark Report participants within the Hospitality & Entertainment sectors were given a list of 36 roles and
responsibilities that may fall under the security function at an organization, and were asked for the level of responsibility the team has
over that role within their enterprise. The above are the most common job responsibilities that the security function within this sector
reported as Owning / Leading. For the purposes of this survey, Owning / Leading the responsibility means security both manages and
funds the program. SOURCE: The Security Benchmark Report, November 2023

Where Security Lives — Hospitality & Entertainment

Function / %

GM / Business Unit — 50%
|

CEO / President / Owner — 25%

COO / Operations — 25%

We asked The Security Benchmark Report respondents which function their security organization reports to or resides within. Within
the Hospitality & Entertainment market sectors, the highest percentage of security teams reported to a GM / Business Unit. SOURCE:
The Security Benchmark Report, November 2023
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Structure of Security — Hospitality & Entertainment

Decentralized
25%

Centralized
75%

In the Hospitality & Entertainment sectors, 75% of The Security Benchmark Report respondents reported a Centralized structure of
their security organization. SOURCE: The Security Benchmark Report, November 2023

Geographic Security Responsibility —
Hospitality & Entertainment

Location / %

North America — 100%

Africa — 25%

Asia — 25%
|
Europe — 25%

Oceania (including Australia) — 25%
|

South America — 25%

The Security Benchmark Report respondents were asked to report which geographic areas their security organization provides risk
and security services. Respondents were able to choose as many geographic areas as applicable. SOURCE: The Security Benchmark
Report, November 2023
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o of Hospitality & Entertainment security leaders
O /o reported being responsible for both physical

security and cybersecurity.

o of Hospitality & Entertainment security leaders
O /0 reported being responsible for both physical

security and health & safety.

SOURCE: The Security Benchmark Report, November 2023

Do Hospitality & Entertainment Organizations
Have Security Operations Centers?

Within the Hospitality & Entertainment sectors, 75% of The Security Benchmark Report respondents reported having a security

operations center (SOC) or global security operations center (GSOC) within their enterprise. SOURCE: The Security Benchmark Report,
November 2023

Average number of enterprise-wide contract FTE security
officers / guards within Hospitality & Entertainment

sector organizations.

250

Average number of enterprise-wide proprietary
FTE security officers / guards within Hospitality &
Entertainment sector organizations.

The Security Benchmark Report respondents were asked how many contract and proprietary full-time equivalent (FTE) security
officers and security guards they have within their enterprise. The average among all respondents in the Hospitality & Entertainment
market sectors is reported here. Outliers or information that appeared to be inaccurately reported were excluded from the calculation.
SOURCE: The Security Benchmark Report, November 2023
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This sector includes those organizations reporting information technology (equipment, software, services) or media as their primary market sector of business.

\ ™ Security Budget as a Percent of Revenue —
- Information Technology & Media

0.3%

Among the Information Technology & Media sector, the
average security budget as a percent of total revenue was
0.3%.

Among The Security Benchmark Report respondents choosing Information Technology & Media as their primary market sector, 0.3%
was the average security budget as a percent of revenue. To calculate security budget as a percentage of revenue across security
programs in this sector, the security budget was divided by the total revenue, based on self-reported information. Information that
appeared to be inaccurately reported was excluded from the calculation. SOURCE: The Security Benchmark Report, November 2023

\ ™ 4 Money Spent on Security-Related Training —
Pt Information Technology & Media

5118,000

Among the Information Technology & Media sector, the
average amount of money spent on security-related
training in 2022 was $118,000.

The Security Benchmark Report respondents in the Information Technology & Media sector reported an average of $118,000 in
security-related spending last year. Information that appeared to be inaccurately reported was excluded from the calculation. SOURCE:
The Security Benchmark Report, November 2023

Security Budget 2023 vs. 2022 —
Information Technology & Media

Increased — 43%
|

Stayed the same — 43%

Decreased — 14%

The Security Benchmark Report respondents in the Information Technology & Media sector were asked whether their 2023 security
budgets Increased, Decreased or Stayed the same over 2022, The majority of respondents reported an increase or no change in
security budget over last year. SOURCE: The Security Benchmark Report, November 2023
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8 Responsibilities Owned by
Information Technology & Media Security Teams

Duty of care / traveler protection & support /

1. . .
executive protection

Security audits / surveys / assessments

Security operations center management

Aligning security with the business

Liaison with public-sector law enforcement agencies

Security strategy

Security technology & integration

o ~Njo|olslwp

Workplace violence / active shooter prevention

The Security Benchmark Report participants within the Information Technology & Media sector were given a list of 36 roles and
responsibilities that may fall under the security function at an organization, and were asked for the level of responsibility the team has
over that role within their enterprise. The above are the most common job responsibilities that the security function within this sector
reported as Owning / Leading. For the purposes of this survey, Owning / Leading the responsibility means security both manages and
funds the program. SOURCE: The Security Benchmark Report, November 2023

Where Security Lives — Information Technology & Media
Function / %

CFO / Finance — 29%
|

Human Resources — 29%

CIO / Information Technology — 14%
|
CRO / Risk / Legal / General Counsel — 14%

Other — 14%
|

We asked The Security Benchmark Report respondents which function their security organization reports to or resides within. Within
the Information Technology & Media sectors, the majority of security functions reported to or resided within Human Resources or
Finance. SOURCE: The Security Benchmark Report, November 2023

o of Information Technology & Media security leaders
/ reported being responsible for both physical
o security and cybersecurity.
0 of Information Technology & Media security leaders
/ reported being responsible for both physical
o security and health & safety.

SOURCE: The Security Benchmark Report, November 2023




SECURTTY

BENCHMARK

REPORT 2023

INFORMATION TECHNOLOGY & MEDIA

Structure of Security — Information Technology & Media

Centralized
100%

In the Information Technology & Media sectors, 100% of The Security Benchmark Report respondents reported a Centralized structure
of their security organization. SOURCE: The Security Benchmark Report, November 2023

Do Information Technology & Media Organizations
Have Security Operations Centers?

Within the Information Technology & Media sectors, 100% of The Security Benchmark Report respondents reported having a security
operations center (SOC) or global security operations center (GSOC) within their enterprise. SOURCE: The Security Benchmark Report,
November 2023
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Geographic Security Responsibility —
Information Technology & Media

Location / %

Europe — 100%

North America — 100%

Oceania (including Australia) — 100%

South America — 100%

Africa — 71%

Asia — 71%

The Security Benchmark Report respondents were asked to report which geographic areas their security organization provides risk
and security services. Respondents were able to choose as many geographic areas as applicable. SOURCE: The Security Benchmark
Report, November 2023

921

Average number of enterprise-wide contract FTE security
officers / guards within the Information Technology &

q "
‘ ' Media sector.
q »
Average number of enterprise-wide proprietary FTE
security officers / guards within the Information
Technology & Media sector.

The Security Benchmark Report respondents were asked how many contract and proprietary full-time equivalent (FTE) security
officers and security guards they have within their enterprise. The average among all respondents in the Information Technology &
Media sector is reported here. Outliers or information that appeared to be inaccurately reported were excluded from the calculation.
SOURCE: The Security Benchmark Report, November 2023
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This sector includes those organizations reporting manufacturing as their primary market sector of business.

Security Budget as a Percent of Revenue —
Manufacturing

0.4%

Among the Manufacturing sector, the average security
budget as a percent of total revenue was 0.4%.

Among The Security Benchmark Report respondents choosing Manufacturing as their primary market sector, 0.4% was the average
security budget as a percent of revenue. To calculate security budget as a percentage of revenue across security programs in this
sector, the security budget was divided by the total revenue, based on self-reported information. Information that appeared to be
inaccurately reported was excluded from the calculation. SOURCE: The Security Benchmark Report, November 2023

\ ™ 4 Money Spent on Security-Related Training —
et Manufacturing

$104,000

Among the Manufacturing sector, the average amount
of money spent on security-related training in 2022 was
$104,000.

The Security Benchmark Report respondents in the Manufacturing sector reported an average of $104,000 in security-related
spending last year. Information that appeared to be inaccurately reported was excluded from the calculation. SOURCE: The Security
Benchmark Report, November 2023

Security Budget 2023 vs. 2022 — Manufacturing

Increased — 57%

Stayed the same — 21%

Don't know — 14%

Decreased — 7%

The Security Benchmark Report respondents in the Manufacturing sector were asked whether their 2023 security budgets Increased,
Decreased or Stayed the same over 2022, The majority of respondents in this sector reported an increase over last year, with an
average security budget increase of 15%. SOURCE: The Security Benchmark Report, November 2023
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7 Responsibilities Owned by Manufacturing Security Teams

Liaison with public-sector law enforcement agencies

Security audits / surveys / assessments

. Security staff development & training

Security strategy

Aligning security with the business

o o |h|[w(N|(=

Security technology & integration

N

Workplace violence / active shooter prevention

The Security Benchmark Report participants within the Manufacturing sector were given a list of 36 roles and responsibilities that
may fall under the security function at an organization, and were asked for the level of responsibility the team has over that role within
their enterprise. The above are the most common job responsibilities that the security function within this sector reported as Owning
/ Leading. For the purposes of this survey, Owning / Leading the responsibility means security both manages and funds the program.
SOURCE: The Security Benchmark Report, November 2023

Where Security Lives — Manufacturing

Function / %

CAO / Administration / Shared Services — 14%

COO / Operations — 14%

CRO / Risk / Legal / General Counsel — 14%

Facilities — 14%

Human Resources — 14%

CEO / President / Owner / Exec. Director — 7%

CFO / Finance — 7%

CIO / Information Technology — 7%

Internal Audit — 7%

We asked The Security Benchmark Report respondents which function their security organization reports to or resides within. In the
Manufacturing sector, an equal amount respondents reported to the CAO / Administration / Shared Services, CRO / Risk / Legal /
General Counsel, COO / Operations, Facilities, or Human Resources. SOURCE: The Security Benchmark Report, November 2023

o of Manufacturing security leaders reported being
4 /0 responsible for both physical

security and cybersecurity.

o of Manufacturing security leaders reported being
4 /0 responsible for both physical

security and health & safety.

SOURCE: The Security Benchmark Report, November 2023
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Structure of Security — Manufacturing

Centralized

Regional 7% 79%

In the Manufacturing sector, 79% of The Security Benchmark Report respondents reported a Centralized structure of their security
organization. For this survey's purpose, the distinction between Decentralized and Regional security is that some Regional security
programs may behave in a centralized manner for their determined region, while Decentralized generally means there may be security
organizations in multiple locations within an enterprise functioning independently from one another. Respondents choosing Other in
this sector reported a functionally Centralized structure with dotted line regional security managers. SOURCE: The Security Benchmark
Report, November 2023

Geographic Security Responsibility —
Manufacturing

Location / %

North America — 93%

Asia — 79%

Europe — 79%

South America — 50%
Oceania (including Australia) — 50%

Africa — 43%

The Security Benchmark Report respondents were asked to report which geographic areas their security organization provides risk
and security services. Respondents were able to choose as many geographic areas as applicable. SOURCE: The Security Benchmark
Report, November 2023
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Do Manufacturing Organizations Have Security Operations Centers?

NO
50%

Within the Manufacturing sector, 50% of The Security Benchmark Report respondents reported having a security operations center
(SOC) or global security operations center (GSOC) within their enterprise. SOURCE: The Security Benchmark Report, November 2023

Average number of enterprise-wide contract FTE security
officers / guards within the Manufacturing sector.
| ] 0]

q
Average number of enterprise-wide proprietary FTE
security officers / guards within the Manufacturing sector.

The Security Benchmark Report respondents were asked how many contract and proprietary full-time equivalent (FTE) security
officers and security guards they have within their enterprise. The average among all respondents in the Manufacturing sector is

reported here. Outliers or information that appeared to be inaccurately reported were excluded from the calculation. SOURCE: The
Security Benchmark Report, November 2023
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e

This sector includes those organizations reporting pharmaceuticals or biotechnology as their primary market sector of business.

\ ™ Security Budget as a Percent of Revenue —
- Pharma & Biotech

1%

Among the Pharma & Biotech sector, the average security
budget as a percent of total revenue was 1%.

Among The Security Benchmark Report respondents choosing Pharma & Biotech as their primary market sector, 1% was the average
security budget as a percent of revenue. To calculate security budget as a percentage of revenue across security programs in this
sector, the security budget was divided by the total revenue, based on self-reported information. Information that appeared to be
inaccurately reported was excluded from the calculation. SOURCE: The Security Benchmark Report, November 2023

Money Spent on Security-Related Training —
Pharma & Biotech

943,000

Among the Pharma & Biotech sector, the average amount
of money spent on security-related training in 2022 was
$43,000.

The Security Benchmark Report respondents in the Pharma & Biotech sector reported an average of $43,000 in security-related
spending last year. Information that appeared to be inaccurately reported were excluded from the calculation. SOURCE: The Security
Benchmark Report, November 2023

I(

Security Budget 2023 vs. 2022 —
Pharma & Biotech

Increased — 75%
|

Decreased — 25%

The Security Benchmark Report respondents in the Pharma & Biotech sector were asked whether their 2023 security budgets
Increased, Decreased or Stayed the same over 2022. The majority of respondents in this sector reported an increase over last year
with an average security budget increase of 22%. SOURCE: The Security Benchmark Report, November 2023
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9 Responsibilities Owned by Pharma & Biotech Security Teams

1. Aligning security with the business

2. Asset protection / facilities protection

3. Liaison with public-sector law enforcement agencies

4, Security audits / surveys / assessments

5, Security contract management: Guards / technology integrators
/ contract employees

6. Security staff development & training

7 Security strategy

8. Security technology & integration

9. Workplace violence / active shooter prevention

The Security Benchmark Report participants within the Pharma & Biotech sector were given a list of 36 roles and responsibilities that
may fall under the security function at an organization, and were asked for the level of responsibility the team has over that role within
their enterprise. The above are the most common job responsibilities that the security function within this sector reported as Owning
/ Leading. For the purposes of this survey, Owning / Leading the responsibility means security both manages and funds the program.
SOURCE: The Security Benchmark Report, November 2023

Where Security Lives — Pharma & Biotech
Function / %

CAO / Administration / Shared Services — 25%
|

COO / Operations — 25%

Facilities — 25%
|
Other — 25%

We asked The Security Benchmark Report respondents which function their security organization reports to or resides within. In this
sector, those reporting Other included Chief Supply Chain Officer. SOURCE: The Security Benchmark Report, November 2023
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Structure of Security — Pharma & Biotech

Centralized
100%

In the Pharma & Biotech sector, 100% of The Security Benchmark Report respondents reported a Centralized structure of their security
organization. SOURCE: The Security Benchmark Report, November 2023

Do Pharma & Biotech Organizations
Have Security Operations Centers?

NO
50%

Within the Pharma & Biotech sectors, 50% of The Security Benchmark Report respondents reported having a security operations
center (SOC) or global security operations center (GSOC) within their enterprise. SOURCE: The Security Benchmark Report, November
2023
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of Pharma & Biotech security leaders reported
being responsible for both physical
security and cybersecurity.

of Pharma & Biotech security leaders reported
being responsible for both physical
security and health & safety.

SOURCE: The Security Benchmark Report, November 2023

Geographic Security Responsibility —
Pharma & Biotech

Location / %

North America — 100%

Asia — 50%

Europe — 50%

Oceania (including Australia) — 50%

South America — 50%

Africa — 25%

The Security Benchmark Report respondents were asked to report which geographic areas their security organization provides risk
and security services. Respondents were able to choose as many geographic areas as applicable. SOURCE: The Security Benchmark

Report, November 2023

Average number of enterprise-wide contract FTE security
officers / guards within the Pharma & Biotech sector.

[ J

Average number of enterprise-wide proprietary FTE
security officers / guards within the Pharma & Biotech
sector.

The Security Benchmark Report respondents were asked how many contract and proprietary full-time equivalent (FTE) security
officers and security guards they have within their enterprise. The average among all respondents in the Pharma & Biotech sector
is reported here. Outliers or information that appeared to be inaccurately reported were excluded from the calculation. SOURCE: The
Security Benchmark Report, November 2023



SECURTTY

BENCHMARK

REPORT 2023

REAL ESTATE, PROPERTY MANAGEMENT, CONSTRUCTION
w3 i - 2%

This sector includes those organizations reporting real estate, property management, housing, or construction services & materials as their primary market sector of business.

\ ™ 4 Money Spent on Security-Related Training —
-

Real Estate, Property Management, Construction

520,000

Among the Real Estate, Property Management,
Construction sectors, the average amount of money spent
on security-related training in 2022 was $20,000.

The Security Benchmark Report respondents in the Real Estate, Property Management, Construction sectors reported an average
of $20,000 in security-related spending last year. Information that appeared to be inaccurately reported was excluded from the
calculation. SOURCE: The Security Benchmark Report, November 2023

Security Budget 2023 vs. 2022 —
Real Estate, Property Management, Construction

Increased — 50%
|

Decreased — 50%

The Security Benchmark Report respondents in the Real Estate, Property Management, Construction market sectors were asked
whether their 2023 security budgets Increased, Decreased or Stayed the same over 2022. Fifty percent of respondents in this sector
reported a decrease in security budget. SOURCE: The Security Benchmark Report, November 2023

3 Responsibilities Owned by Real Estate, Property Management,
Construction Security Teams

1. Civil unrest / targeted protests
2. Investigations
3. Security strategy

The Security Benchmark Report participants within the Real Estate, Property Management, Construction sectors were given a list of
36 roles and responsibilities that may fall under the security function at an organization, and were asked for the level of responsibility
the team has over that role within their enterprise. The above (in alphabetical order) are the most common job responsibilities that the
security function within this sector reported as Owning / Leading. For the purposes of this survey, Owning / Leading the responsibility
means security both manages and funds the program. SOURCE: The Security Benchmark Report, November 2023
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Where Security Lives — Real Estate, Property Management, Construction

Function / %

CEO / President / Owner / Exec. Director — 33%
|
Health / Safety / Security / Environment — 33%

Human Resources — 33%

We asked The Security Benchmark Report respondents which function their security organization reports to or resides within. Within
the Real Estate, Property Management, Construction market sectors, one-third of respondents report to the CEO / President / Owner /
Exec. Director, Human Resources, and Health / Safety / Security / Environment, respectively. SOURCE: The Security Benchmark Report,
November 2023

Structure of Security — Real Estate,
Property Management, Construction

Partially
Centralized &
Decentralized
33%

Centralized
67%

In the Real Estate, Property Management, Construction sectors, 67% of The Security Benchmark Report respondents reported a
Centralized structure of their security organization. SOURCE: The Security Benchmark Report, November 2023

o of Real Estate, Property Management, Construction
0 /o security leaders reported being responsible for

both physical security and cybersecurity.

o of Real Estate, Property Management, Construction
7 /o security leaders reported being responsible for

both physical security and health & safety.

SOURCE: The Security Benchmark Report, November 2023
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Geographic Security Responsibility —
Real Estate, Property Management, Construction

Location / %

North America — 100%

Africa — 33%

Asia — 33%

Europe — 33%

Oceania (including Australia) — 33%

South America — 33%

The Security Benchmark Report respondents were asked to report which geographic areas their security organization provides risk
and security services. Respondents were able to choose as many geographic areas as applicable. SOURCE: The Security Benchmark
Report, November 2023

Do Real Estate, Property Management, Construction Organizations
Have Security Operations Centers?

NO
67%

Within the Real Estate, Property Management, Construction sectors, 33% of The Security Benchmark Report respondents reported
having a security operations center (SOC) or global security operations center (GSOC) within their enterprise. SOURCE: The Security
Benchmark Report, November 2023
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Average number of enterprise-wide contract FTE
security officers / guards within Real Estate, Property

Management, Construction sector organizations.
Average number of enterprise-wide proprietary FTE
security officers / guards within Real Estate, Property
Management, Construction sector organizations.

The Security Benchmark Report respondents were asked how many contract and proprietary full-time equivalent (FTE) security
officers and security guards they have within their enterprise. The average among all respondents in the Real Estate, Property
Management, Construction market sectors is reported here. Outliers or information that appeared to be inaccurately reported were
excluded from the calculation. SOURCE: The Security Benchmark Report, November 2023
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This sector includes those organizations reporting retail or restaurant as their primary market sector of business.

4
-

Security Budget as a Percent of Revenue —
Retail & Restaurant

2%

Among the Retail & Restaurant sector, the average
security budget as a percent of total revenue was 0.2%.

Among The Security Benchmark Report respondents choosing Retail & Restaurant as their primary market sector, 0.2% was the
average security budget as a percent of revenue. To calculate security budget as a percentage of revenue across security programs in
this sector, the security budget was divided by the total revenue, based on self-reported information. Information that appeared to be
inaccurately reported was excluded from the calculation. SOURCE: The Security Benchmark Report, November 2023

Money Spent on Security-Related Training —
Retail & Restaurant

$75,000

Among the Retail & Restaurant sector, the average
amount of money spent on security-related training in
2022 was $75,000.

The Security Benchmark Report respondents in the Retail & Restaurant sector reported an average of $75,000 in security-related

spending last year. Outliers or information that appeared to be inaccurately reported were excluded from the calculation. SOURCE: The
Security Benchmark Report, November 2023

I(

Security Budget 2023 vs. 2022 —
Retail & Restaurant

Increased — 40%

Decreased — 40%

Stayed the same — 20%

The Security Benchmark Report respondents in the Retail & Restaurant sector were asked whether their 2023 security budgets
Increased, Decreased or Stayed the same over 2022. The majority of respondents in this sector reported an increase over last year
with an average security budget increase of 3%. SOURCE: The Security Benchmark Report, November 2023
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8 Responsibilities Owned by Retail & Restaurant Security Teams

1. Aligning security with the business

2, Asset protection / facilities protection

3. Civil unrest / targeted protests

4, Investigations

5. Liaison with public-sector law enforcement agencies
6. Loss prevention / goods protection

7 Supply chain / logistics / distribution security

8. Workplace violence / active shooter prevention

The Security Benchmark Report participants within the Retail & Restaurant sector were given a list of 36 roles and responsibilities that
may fall under the security function at an organization, and were asked for the level of responsibility the team has over that role within
their enterprise. The above are the most common job responsibilities that the security function within this sector reported as Owning

/ Leading. For the purposes of this survey, Owning / Leading the responsibility means security both manages and funds the program.
SOURCE: The Security Benchmark Report, November 2023

Where Security Lives — Retail & Restaurant
Function / %

COO / Operations — 40%
|
CFO / Finance — 20%

CRO / Risk / Legal / General Counsel — 20%
|

Human Resources — 20%

We asked The Security Benchmark Report respondents which function their security organization reports to or resides within. Within
the Retail & Restaurant market sectors, 40% of respondents report to COO / Operations. SOURCE: The Security Benchmark Report,
November 2023
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Structure of Security — Retail & Restaurant

Centralized
100%

In the Retail & Restaurant sector, 100% of The Security Benchmark Report respondents reported a Centralized structure of their
security organization. SOURCE: The Security Benchmark Report, November 2023

Do Retail & Restaurant Organizations
Have Security Operations Centers?

NO
40%

Within the Retail & Restaurant sectors, 60% of Security Benchmark Report respondents reported having a security operations center
(SOC) or global security operations center (GSOC) within their enterprise. SOURCE: The Security Benchmark Report, November 2023
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o of Retail & Restaurant security leaders reported
0 /0 being responsible for both physical security and

cybersecurity.

o of Retail & Restaurant security leaders reported
0 /o being responsible for both physical security and

health & safety.

SOURCE: The Security Benchmark Report, November 2023

Geographic Security Responsibility —
Retail & Restaurant

Location / %

North America — 100%

Asia — 60%

Europe — 60%

South America — 60%

Africa — 20%

Oceania (including Australia) — 20%

The Security Benchmark Report respondents were asked to report which geographic areas their security organization provides risk
and security services. Respondents were able to choose as many geographic areas as applicable. SOURCE: The Security Benchmark

Report, November 2023

Average number of enterprise-wide contract FTE security
officers / guards within the Retail & Restaurant sector.

99

Average number of enterprise-wide proprietary FTE
security officers / guards within the Retail & Restaurant
sector.

[ )

The Security Benchmark Report respondents were asked how many contract and proprietary full-time equivalent (FTE) security
officers and security guards they have within their enterprise. The average among all respondents in the Retail & Restaurant sector
is reported here. Outliers or information that appeared to be inaccurately reported were excluded from the calculation. SOURCE: The
Security Benchmark Report, November 2023
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This sector includes those organizations reporting utilities (oil & gas, waste management & equipment, renewable / clean energy, electric, gas, nuclear, wind, environmental
services), logistics, warehousing, ports (air, sea, etc.), distribution, shipping or freight transportation as their primary market sector of business.

Security Budget as a Percent of Revenue —
Utilities & Distribution

4%

Among the Utilities & Distribution sectors, the average
security budget as a percent of total revenue was 4%.

Among The Security Benchmark Report respondents choosing Utilities & Distribution as their primary market sector, 4% was the
average security budget as a percent of revenue. To calculate security budget as a percentage of revenue across security programs in
this sector, the security budget was divided by the total revenue, based on self-reported information. Information that appeared to be
inaccurately reported was excluded from the calculation. SOURCE: The Security Benchmark Report, November 2023

Money Spent on Security-Related Training —
Utilities & Distribution

268,000

Among the Utilities & Distribution sectors, the average
amount of money spent on security-related training in
2022 was $268,000.

The Security Benchmark Report respondents in the Utilities & Distribution sectors reported an average of $268,000 in security-related

spending last year. Outliers or information that appeared to be inaccurately reported were excluded from the calculation. SOURCE: The
Security Benchmark Report, November 2023

I

Security Budget 2023 vs. 2022 —
Utilities & Distribution

Increased — 73%
|

Stayed the same — 18%

Don't know — 9%

The Security Benchmark Report respondents in the Utilities & Distribution sectors were asked whether their 2023 security budgets
Increased, Decreased or Stayed the same over 2022. The majority of respondents reported an increase or the same security budget
over last year. SOURCE: The Security Benchmark Report, November 2023
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UTILITIES & DISTRIBUTION

4 Responsibilities Owned by Utilities & Distribution Security Teams

Aligning security with the business

Liaison with public sector / law enforcement agencies

Security strategy

Blwlvio

Workplace violence / active shooter prevention

The Security Benchmark Report participants within the Utilities & Distribution sectors were given a list of 36 roles and responsibilities
that may fall under the security function at an organization, and were asked for the level of responsibility the team has over that role
within their enterprise. The above are the most common job responsibilities that the security function within this sector reported as
Owning / Leading. For the purposes of this survey, Owning / Leading the responsibility means security both manages and funds the
program. SOURCE: The Security Benchmark Report, November 2023

Where Security Lives — Utilities & Distribution

Function / %

Human Resources — 27%

CEO / President / Owner — 18%

Other — 18%

CAO / Administration / Shared Services — 9%

COO / Operations — 9%

CRO / Risk / Legal / General Counsel — 9%

CTO / Technology — 9%

We asked The Security Benchmark Report respondents which function their security organization reports to or resides within. Within
the Utilities & Distribution market sectors, 27% of respondents report to Human Resources. SOURCE: The Security Benchmark Report,
November 2023
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Structure of Security — Utilities & Distribution

Centralized
100%

In the Utilities & Distribution sectors, 100% of The Security Benchmark Report respondents reported a Centralized structure of their
security organization, Zero respondents within this sector reported a Decentralized or Regional structure. SOURCE: The Security
Benchmark Report, November 2023

Do Utilities & Distribution Organizations
Have Security Operations Centers?

Within the Utilities & Distribution sectors, 64% of The Security Benchmark Report respondents reported having a security operations
center (SOC) or global security operations center (GSOC) within their enterprise. SOURCE: The Security Benchmark Report, November
2023
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o of Utilities & Distribution security leaders reported
7 / being responsible for both physical security and
0 cybersecurity.
o of Utilities & Distribution security leaders reported
9 / being responsible for both physical security and
0 health & safety.

SOURCE: The Security Benchmark Report, November 2023

Geographic Security Responsibility —
Utilities & Distribution

Location / %

North America — 81%

Africa — 36%

Asia — 36%

Europe — 27%

Oceania (including Australia) — 27%

South America — 27%

The Security Benchmark Report respondents were asked to report which geographic areas their security organization provides risk
and security services. Respondents were able to choose as many geographic areas as applicable. SOURCE: The Security Benchmark
Report, November 2023

Average number of enterprise-wide contract FTE security
officers / guards within Utilities & Distribution sectors.

Average number of enterprise-wide proprietary FTE
security officers / guards within Utilities & Distribution
sectors.

The Security Benchmark Report respondents were asked how many contract and proprietary full-time equivalent (FTE) security
officers and security guards they have within their enterprise. The average among all respondents in the Utilities & Distribution sectors
is reported here. Outliers or information that appeared to be inaccurately reported were excluded from the calculation. SOURCE: The
Security Benchmark Report, November 2023
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THE 2023 SECURITY BENCHMARK REPORT / ACHIEVERS / TRAINING

Security Achieving Results With Training

By Madeline Lauver, Editor in Chief

Each year, Security Benchmark Report respondents share accomplishments achieved by their programs. Below, we
highlight a number of the impressive achievements we have seen over the past year, from improvements in enterprise-
wide training programs to innovating security despite staffing challenges.

Editor’s Note: If a security program chose to remain anonymous for The Security Benchmark Report, they were not
considered for the Achievers section.

Security training plays an important role in maintaining operational continuity and supporting an organization during an
emergency.

The below 2023 Security Benchmark Report Achievers demonstrate how training can be used to benefit enterprise
security posture by enhancing emergency preparedness and incident response.

Advocate Health

We have expanded all facets of security training to include new officer training,
annual refresher training, remedial training, policy training, new equipment

Randy Stephan

System Vice President for
Security

Associated
Grocers of New
England, Inc.

Alan R. Cote

Director of Risk
Management

AVANGRID

Brian Harrell

VP & Chief Security Officer

Cleveland Clinic

Gordon Snow

Chief Security Officer

training, leader training, peer function training (HR, Risk, Compliance, Safety)
and non-security frontline teammate training.

We developed a solid Active Aggressor/Workplace Violence program, as well
as cross-training in many safety and risk management areas for the security
team administrative personnel.

We conducted our first full-scale active shooter exercise on a corporate
campus. This included federal, state and local first responders, as well as
technology providers, to help us respond to violence and walk through
recovery.

Enterprise-wide training emanating from Protective Services greatly increases
Caregiver awareness and tools with which to respond to incidents in
conjunction with Police/Security staff.
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THE 2023 SECURITY BENCHMARK REPORT / ACHIEVERS / CRISIS MANAGEMENT

Security Leading Crisis Management
By Madeline Lauver, Editor in Chief

Each year, Security Benchmark Report respondents share accomplishments achieved by their programs. Below, we
highlight a number of the impressive achievements we have seen over the past year, from improvements in enterprise-
wide training programs to innovating security despite staffing challenges.

Editor’s Note: If a security program chose to remain anonymous for The Security Benchmark Report, they were not
considered for the Achievers section.

From the ongoing Russian invasion of Ukraine to lingering effects of the COVID-19 pandemic and heightened natural
disasters, enterprise security teams support their organizations in times of instability and crisis.

This year's Security Benchmark Report Achievers in crisis management show how security springs into action when

organizations are faced with emergencies.

ADM

Brian Howell

Vice President & Global
Head of Security

Chico’s FAS, Inc.
Joe Biffar

Vice President, Asset
Protection

Memorial
Healthcare

Jeff Hauk, MBA, MSA, CPP,
CHPA

Director, Public Safety and
Police Authority Services

State Street
Corporation

Stephen D. Baker, CPP

Senior Vice President and
Chief Security Officer

We have successfully led the company’s crisis response to the war in Ukraine.
This includes full evacuation of eligible staff and families, as well as an
ongoing life cycle of risk assessments and mitigation recommendations to
business leaders.

Our preparation for and response/recovery after Hurricane lan which
devastated southwest Florida (where our HQ is located) [has been our
greatest achievement]. Our security team's efforts directly supported our
organization and community at large. We housed 3,000 linemen crews from
Florida Power and Light on our campus immediately post-landfall to support
community resiliency. We also opened our doors, and enterprise security
supported the American Red Cross, who set up their Disaster Headquarters for
Hurricane lan response on our corporate campus. Security, our security
operations center (SOC), field team, facilities crews and crisis management
teams overcame significant challenges (even as some of their homes flooded
out) to support our organization and community.

Our greatest achievement has been our continued resilience in the wake of the
continued challenges (financial and staffing) and continued rise in patients
with mental health and substance abuse issues. In addition, the onboarding of
a new public safety dispatch and reporting platform, developing and
operationalizing fingerprinting capabilities, and retention of public safety staff.

Our greatest achievement from 2022 has been leading the COVID-19 response
for the company globally and allowing us to demonstrate our business
resiliency to clients and regulators.
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THE 2023 SECURITY BENCHMARK REPORT / ACHIEVERS / NEW INITIATIVES

Security Implementing New Initiatives

By Madeline Lauver, Editor in Chief

Each year, Security Benchmark Report respondents share accomplishments achieved by their programs. Below, we
highlight a number of the impressive achievements we have seen over the past year, from improvements in enterprise-
wide training programs to innovating security despite staffing challenges.

Editor’s Note: If a security program chose to remain anonymous for The Security Benchmark Report, they were not

considered for the Achievers section.

It's up to today’s security executive to innovate and work to successfully introduce new initiatives where they would

benefit the enterprise.

The following 2023 Security Benchmark Report Achievers are recognized for their achievements in new security
initiatives, from conducting comprehensive security program reviews to responding to violent crime.

Corning Inc.
Steve Harrold

VP, Global Security

Excelerate
Energy

Jeremy Rodrigues

Senior Director, Enterprise
Security

Lexington
Medical Center

Justin McClarrie

Director of Public Safety

University of
Pennsylvania

Kathleen Shields
Anderson, JD, MBA

Vice President for Public
Safety

We have gained executive support for Corning’s Insider Risk program. Through
multiple strategic initiatives, we strengthened Corning’s overall crisis
management and resiliency posture.

Our security organization's greatest achievement in 2022 was the
commissioning of a comprehensive security program review in May 2022. The
resulting product from the security program review played a pivotal role in
building a strategic roadmap to enhance our service delivery. The strategic
roadmap, backed by data-driven analysis and well-defined action plans,
resonated with our leadership team, solidifying their support for the security
initiatives. As a result of this achievement, we have been able to significantly
mature our security service delivery and establish a stronger security posture
for the company.

Our Hospital Watch/community involvement program is an amazing tool in
maintaining a safe environment for our patients, visitors and staff. At its core,
the Hospital Watch Program focuses on the intentional growth and
maintenance of meaningful and lasting relationships between the staff of the
various departments of the hospital and their assigned Public Safety Partner.
Our goal is to address criminal activity hand in hand with staff to promote a
safe and secure environment that allows Lexington Medical Center to continue
to provide quality health services to the community.

Our response to violent crime in our patrol zone has successfully minimized
this type of incident within our footprint even as Philadelphia as a whole is
experiencing an increase in various kinds of violent crime. Our Mental Health
Co-Responder Pilot was a success. The feedback from all stakeholders was
uniformly positive and we are proud that this program enhanced the services
that we provide to our community.
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Security Tactically Leveraging Technology

By Madeline Lauver, Editor in Chief

Each year, Security Benchmark Report respondents share accomplishments achieved by their programs. Below, we
highlight a number of the impressive achievements we have seen over the past year, from improvements in enterprise-
wide training programs to innovating security despite staffing challenges.

Editor’s Note: If a security program chose to remain anonymous for The Security Benchmark Report, they were not

considered for the Achievers section.

Technology can help expand the reach of security programs and augment the power of human security staff. From access
control to unified security technology suites, security leaders leverage technology to solve problems across their organizations.
The below 2023 Security Benchmark Report Achievers are recognized for their accomplishments in technology

implementations.

Clarios
Robb Koops
Global Security Director

In addition to the creation of our best-in-class Workplace Violence Prevention
program, the Clarios security team has had increasingly direct engagement
with our facilities on upgrading and standardizing the physical security
technology we utilize. This includes significant and ongoing investments in a
variety of systems and technologies including; access control, visitor
management, video management, drones, biometrics, weapons detection, and
supply chain tracking, monitoring and response.

San Gorgonio
Memorial
Hospital

Joey E. Hunter Sr.

In 2022, we were able to secure a Homeland Security grant in excess of
$100,000 to help protect the organization. Additional license plate reader
cameras were installed in the surrounding outside parking lots, and new
access control doors that integrate with cameras were installed throughout
the interior of the facility.

Director of Security and

Emergency Management

Tampa General We added weapons screening for all patients and visitor entrances and a K9

Hospital Officer Program. [Since these functions were] added in January 2023, we have
) successfully screened more than 720,000 patients and visitors.

Tony Venezia

Senior Director of Public
Safety

University of
Texas (U
Police at
Houston

William Adcox

Vice President, Chief of
Police and Chief Security
Officer

The division undertook a major technological effort to centralize three
disparate video recording solutions into one solution, thereby centralizing
4,000 video cameras to one system. The division also has continued to test
and correct any deficiencies in blue phones, blue pulls and panic buttons. Last
year, the team'’s testing efforts contributed to more than 100 issues that were
identified and resolved, including loss of connection, technology accidentally
disabled due to construction project, and technology removed physically but
not from the alarm system.
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The 2023 Security Benchmark Report — Methodology

Learn more about The 2023 Security Benchmark Report’s goals and construction.

By Madeline Lauver, Editor in Chief

Each year with The Security Benchmark Report, Security magazine adds to an ongoing database measuring how security
teams function, budget, train and use technology. We survey security leaders across 22 industry verticals and present
data from the industry as a whole and broken down by sector to allow for the comparison of security programs amongst
their own industries, against others and as part of the security industry as a whole.

Security magazine's priority with The Security Benchmark Report is to showcase the value of security within the
enterprise, as well as be a business enabler to our readers’ security programs. By tracking the metrics in this report year-
over-year, we hope to offer a comparison of how trends in budget, responsibility, training and technology shift over time.

We also highlight a number of The Security Benchmark Report respondents in our Achievers section, which showcases
examples of innovation in training, crisis management, new initiatives and technology. Organizations are able to remain
anonymous for this survey. If the organization chooses to be marked anonymous, they are not eligible to be listed in the
published report’'s metrics listings or achievement sections.

The Security Benchmark Report is broken down into a general overview comparing all respondents’ data with one
another, as well as by sector. Respondents are asked which sector their overall enterprise resides in, and this is the
sector in which they are placed. While the survey has a choice of 22 market sectors, some sectors are chosen by too few
respondents to report on individually. Therefore, for better comparisons, some market sectors are combined in the report.
Combined sectors are labeled as such, and combinations may vary each year.

Sectors with too small a dataset that don't lend themselves to combining with other sectors may be excluded from the
sector reports, but will be included in the main report. To attempt to make the most meaningful comparisons, particular
comparisons/charts are left out of sector groupings if the data varied too greatly from one respondent to the next.

In some cases, when calculating certain statistics, including “security budget as a percent of revenue,” outliers or data
points that appeared to be reported incorrectly are removed before calculations to present a cleaner comparison.

While we recognize that security roles, responsibilities and programs can vary widely from one organization to another in
terms of maturity, position within the enterprise, size of staff, budget, etc,, Security magazine has made every effort — via input
from readers and Editorial Advisory Board members — to break down and compare organizations in a meaningful, valuable
way.

If you don't see your enterprise’s primary sector represented, we encourage you to fill out the survey next year and ask
your peers to fill out the survey as well. The more organizations and security professionals that fill out the survey, the more
robust the data.

Security magazine encourages all security leaders and organizations to participate in this free editorial survey that
makes up The Security Benchmark Report. As a benefit to filling out The Security Benchmark Report survey, security
leader respondents receive a full (anonymized) report of responses with more detailed information beyond what is
covered in Security's November eMagazine and online.

The Security Benchmark Report is an editorial project, and respondent contact information collected is not sold or
shared. There is no cost to participate in The Security Benchmark Report. All respondents must be responsible, at least
in part, for the physical security of their organization. Organizations may only fill out the survey once for a particular
company or agency. The Security Benchmark Report does not include contract security companies, guarding companies
or those without a level of direct responsibility for security within their enterprise.

www.SecurityMagazine.com
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